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ABSTRACT 
 

Internal audit practices has been documented to be effective in enhancing financial reporting 

qualityand also improving financial performance. Practices such as audit planning, periodic risk 

assessment, and audit automation have been lauded for being significant in detection, prevention, 

and reduction in fraud risk. However, most of the studies on internal audit practices and fraud 

risk management have tended to focus on players in the financial sector and public organizations 

at the expense of devolved government units such as county governments. This is despite of the 

counties receiving large amounts of public fund for development and recurrent expenditure. 

Furthermore, reports indicate that county governments in Kenya loss approximately 730 billion 

Kenya Shillings annually due to corruption, thereby questioning the effectiveness of internal 

audit practices in these entities. This study therefore sought to determine the effect of internal 

audit practices on fraud risk management, taking the case of Kisumu County Government. 

Specific objectives were to: examine the effect of internal audit planning on fraud risk 

management, establish the effect of periodic risk assessment on fraud risk management, and to 

determine the effect of audit automation on fraud risk management. The study was guided by 

Credibility, Policeman and Technology Acceptance Theories and employed correlational 

research design. The target population was112 operational managers who supervise task 

activities related to finances, including fraud risk management. Through census method, all the 

112 operational managers were included as the study sample. Primary data was collected through 

the use of structured questionnaire. Validity was ensured through adequate conceptualization of 

study variables. The instrument reliability was ensured through Chrobach’s Alpha test of internal 

consistency, where a coefficient of 0.85 was achieved. Data was analyzed through descriptive 

statistics like mean and standard deviation and inferential statistics such as regression and 

correlation. Findings showed that 34.4% changes in fraud risk management is attributed to the 

iternal audit practices investigated by the study (R
2 

=0.344). Findings also showed that audit 

planning (β=0.936); periodic risk assessment (β=1.188) andaudit automation (β=0.721) all are 

significant predictors {F=13.340, P<0.05} of fraud risk management in Kisumu County 

Government. It is concluded that audit planning, periodic risk assessment, and audit automation 

are critical internal audit practices for enhancing fraud risk management. The study recommends 

that internal audit practices should be enhanced for the purpose of improving fraud risk 

management. Further research need to be done on effects of audit planning and audit automation 

on fraud risk management. 
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Internal audit planning The process of laying down procedures by the internal 

audit department to ensure that internal audit functions 

follow predetermined plans to conclusion. 

Periodic risk assessment Is the assessment of risk at least once every year especially 

at the end of the year of whenever there is a radical 

decision such as job cuts to inoculate the organization from 

fraud related risks. 
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CHAPTER ONE  

INTRODUCTION 

This section discuses background of the study, statement of the problem and objectives of the 

study. It addresses also the study hypotheses and the scope of the study. Finally, it looks at 

justification of the study as well as conceptual framework of the study. 

 

1.1 Background of the Study 

Internal audit practices has been ingrained in organizations tenaciously and has been discussed in 

academia with similar tenacity. According to Jurayevna (2020), internal audit practices come 

into play as a result of systemic weaknesses and threats to financial fraud and other behaviors 

that make organizations lose assets in an unfair and dishonest manner. The possibility of having 

rogue elements whose objective is to defraud companies cannot be overemphasized yet fraud and 

dishonesty are antithetical not just to the wellbeing of companies but also to development in a 

wider scheme of things and which is why internal audit department becomes critical in any 

healthy organization. However, Ghaleb, Kamardin, and Al-Qadasi (2020) points out that the 

extent to which internal audit practices affect fraud risk management varies significantly and the 

reason for such variability depends on specific organization singularities. Fraud risk management 

on the other hand involves the procedures that ensures that fraud risk and impact are mitigated in 

the organization at the present moment and in the foreseeable future Ghalebet.al (2020) 
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1.1.1 Internal Audit Practices 

According to the Institute of Internal Auditors IIA (2015), auditing is the prevention, detection 

and mitigation of financial fraud in particular and misconduct in general in a bid to enhance 

organization bottom line and corporate governance. Fraud differs from an error in the sense that 

fraud is intentional action that puts the organization in a disadvantage position in terms of its 

assets and records while error is an unintentional conduct that also puts an organization at a 

disadvantage position Obonyo, (2017). According to Yang and Lee (2019), auditing has 

prevented financial fraud and financial pilferages in many organizations, however it cannot be 

concluded that such preventions are not necessarily absolute. Such is because fraud financial 

pilferages happens from a very insignificant proportions to a very large and fully blown 

proportions. It is only possible to talk about the extent to which audit is beneficial to 

organizations. Similarly, in some cases, the auditing works well but after sometimes, leakages 

are found which is why auditing is a continuous vigilance as opposed to absolute measure. 

Internal audit practices according to International Professionals Practices Framework IPPF 

(2016) are the instruments that check the strength of internal control mechanisms in dealing with 

cases of fraud in an organization. Hazaea et al (2021) assert that internal audit practices as the 

undertakings by audit department of any organization geared to making sure that internal 

controls are strong enough to handle both the impact and the probability of financial pilferages 

and fraud or loss of assets in the organization in any way whatsoever. Internal audit practices 

according to the Institute of Internal Auditors IIA (2015), are simply the level of compliance 

with the standard procedures of the auditing profession by internal audit department, not just in 

improving the profession but also in helping the organization to be inoculated from fraud attacks. 
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Elements of internal audit practices are numerous. For example, Meliyev (2017) submits that 

internal audit planning is part of internal audit practices. Internal audit planning articulates the 

activities required and implementation of the said activities to achieve auditing objectives of the 

organization. Another element of internal audit practices according to Fortvingler and Szivos 

(2016) is periodic risk assessment which is checking the exposure from time to time especially 

towards the end of the year or whenever there is a major event taking place in the organization 

like job cuts. This helps the organization to identify auditing risks for mitigation. According to 

Aikins (2020), audit automation is another element of internal audit practice and which involves 

the use of information technology in mitigating auditing risks in the organization. It was 

therefore critical to highlight the effectiveness of these internal audit practices including how 

they affect fraud risk management. 

 

1.1.2 Fraud Risk Management 

Fraud according to Husaini & Abu-Bakar (2017), is an act by omission of commission that 

transfers assets from the organization to another party in a dishonest manner and without the 

necessary approvals. Fraud risk in an organization is an experience whereby an organization is 

likely to experience loss of both current and fixed assets in a way that is dishonest and lacks 

accountability, Hess and Cotrell (2016).Fraud risk management are the procedure put in place to 

address both the impact and the likelihood of fraud risk happening in an organization, the 

Association of Certified Fraud Examiners (2016). Fraud risk management embodies 

effectiveness of systems, driving continual improvement as well as providing information to top 

management for management reviews and decision making, Madahet al (2020). Effective system 

is a feasible risk mitigation mechanism while driving continual improvement helps the 
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organization to maintain quality of the auditing function. Additionally, providing information to 

top management for decision making ensures that the organization top management is in support 

of fraud risk management which in turn enhances corporate governance.  

 

1.1.3 Internal Audit Practices and Fraud Risk Management 

Internal audit practices have been largely documented to affect diverse elements of financial 

management including financial reporting and associated with fraud risk management in diverse 

contexts. Researchers Djanegara & Iriyadi, 2017; Meliyev, 2017;Phornlaphatrachakorn, (2019) 

have documented that audit planning forms an effective tool in the management of finance 

including fraud risk management. However, these studies have used financial sector and other 

public organizations as their context of evaluation, relegating other contexts such as devolved 

governments. A study done among 34 local audit firms operating in Uzbekistan by Meliyev 

(2017)look at the effect of audit planning on audit quality found that audit quality was enhanced 

by audit planning. Another study was done in the Supreme Audit Institution of Indonesia to 

explore how audit strategy relate with audit quality found that Performance audit findings 

assisted the auditor in focusing on high potential risks area of material misstatements. Equally, 

Muchiri and Jagongo (2017) explored how internal audit function relate with financial 

performance in the Kenya Meat Commission (KMC) and established that there was an 

insignificant relationship between the existence of internal audit functions and financial 

performance. The foregoing discussions illustrate that county government as devolved entities 

have not been given much attention with regards to audit planning as a practice for managing 

fraud risks. It is also significant to highlight on how dimensions such as audit objective, budget 

plans for audit, determining alternative causes, forecasting as well as implementing the audit 
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plan collectively affect fraud risk management. Therefore the effect of the aforementioned 

components of internal audit planning on fraud risk management in Kisumu County government 

formed one of the areas focused upon in this study. 

 

Periodic risk assessment forms an important step in fraud risk management. According to Koech 

(2018), periodic risk assessment is the analysis of significant risks which can impair the financial 

objective achievement. Hussaini, Abubakar and Yusuf (2018) argue that periodic risk assessment 

is the practice of periodically evaluating the risk exposures in an organization yearly with the 

aim of mitigating the said risk to prevent financial fraud and pilferages. Whereas extant literature 

on periodic risk assessment highlights positive outcomes such as fraud detection, prevention, and 

reduction, much focus has been in the financial sector as opposed to other contexts such as 

decentralised government units. In a study which examined how auditors perform fraud risk 

assessment to different perceived risk level settings in Hungary using a population from audit 

firms revealed that the assessment influence auditors sensitivity to fraud cues. Another study 

which investigated the impact of risk assessment practices of some selected firms listed in the 

stock exchange of Nigeria by Nnam and Eneh (2018) showed that the relationship between risk 

assessment and fraud was significant. Koech (2018) examined the relationship between risk 

assessment fraud detection and prevention in a University in Kenya and found that risk 

assessment influenced fraud detection and prevention positively and significantly. From the 

discussed studies, it is significant to note that risk assessment, albeit being a significant tool in 

fraud risk management, has not been documented in the context of county governments. This is 

despite the fact that the context of county governments handle diverse financial resources which 

are at risk to fraud. It was therefore critical dimensions such as risk identification, impact 
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evaluation, planning response, documenting and tracking response, as well as staff function 

allocation and how they collectively affect fraud risk management is highlighted.  

 

Audit automation is the application of technological information like computers in the process of 

auditing, Aikins (2020). Automation has aided in risk mitigation by removing human interface, 

making it highly likely to reduce fraud and pilferages within a given organization, Ghanoum & 

Alaba (2020). However, existing studies in the field of automation have tended to concentrate on 

computerized accounting in the banking sector and other public bodies targeting auditors save 

for decentralised government units. For instance, Aikins (2020) examined the effects of uses of 

computer assisted audit techniques on implementation of performance measures in the U.S.A 

using local government auditors and found out that posting audit reports on the website and the 

existence of dedicated employees affected the performance measures implementation. Another 

study which looked at the impact of computerized accounting systems on quality financial 

reports of banks in Ghana showed that automated computerized accounting system positively 

influence quality of financial reports. Similarly, a study which assessed the effect of 

computerization on risk based internal audit in Kenya by Otoko (2016) revealed that automation 

enhance financial procedures. It is critical to note from these studies that the relationship 

between automation and fraud risk management has not been highlighted. Instead, automation 

has been related with financial reporting and enhanced financial procedures. Similarly, most of 

these studies have targeted auditors and accountants instead of operational managers in charge of 

supervising tasks prone to fraud risks.  
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The studies reviewed have looked at internal audit planning, periodic risk assessment, as well as 

audit automation and dimensions thereto individually. What is missing in the studies that are 

otherwise reasonable is that the variables and the dimensions have not been investigated 

collectively and how such variables and dimensions thereto affect fraud risk management in 

Kisumu County government in Kenya. 

 

In the global context, Lamptey and Singh (n.d), points out that organizations lose 5% of revenue 

to fraud that happens within the organization. According to Sadaf, Olah, Popp, and Mate, (2018), 

North Africa and Middle East countries are least involved in occupational fraud at 3.7% with 

United States of America coming on top at 48% in the list. Western Europe has 5.2% while Latin 

America has 5.3% and Sub-Saharan Africa having 13.4% of occupational fraud. Price 

Waterhouse Coopers (2020) puts the total cost of occupational fraud at $42 billion annually. In 

Kenya, KShs. 730 billion is lost annually due to fraud related cases, Muriuki (2021). In Kisumu 

county government there is high corruption cases some of which are under investigation. Such 

corruption cases are rarely mentioned even in academic literature either because they are under 

investigation or fear of court action by those who mention them. The fact of the matter however 

is that corruption is live In Kisumu County government that warrants academic inquiry.  

 

According to Fonshell (2018), county government of Kisumu is among the 47 county 

governments that profited from the 2010 constitution that operationalized devolved systems of 

government. The County government is responsible for county development and bringing service 

closer to the people. For instance, county roads and early childhood education as well as medical 

departments are now under the county government and the county is responsible for making 
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them work better. However, going by the media reports, the Kisumu County government is faced 

by numerous allegations of fraud cases some of which are under investigations  

 

1.2 Statement of the Problem 

Although devolution was meant to take services closer to the people and spur development, 

Kisumu County Government has a long way to go in that front due to lack of financial resources, 

yet high level corruption cases continue to be reported by the media and some are under 

investigation, despite the existence of internal audit department in the County government. Such 

corruption cases at Kisumu county government contribute to Kshs 730 billion that is lost every 

year in Kenya. These corruption cases not only undermine development but are also potential 

causes of class conflict and instability in the county and in the country despite the availability of 

internal audit practices. Yet measures can be put in place through fraud risk management to 

combat both the impact and potential risk of fraud. Kisumu County Government is the County 

that has received the highest mention in terms of theft of public funds, something that has been 

collaborated by Office of the Auditor General, who has also raised queries on County’s 

expenditure. Many studies have been done linking internal audit practices and fraud risk 

management. However, such studies have not focused on these key variables which are: internal 

audit planning, periodic risk assessment, as well as audit automation. Therefore, the effect of 

internal audit practices on fraud risk management required deeper scrutiny. 
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1.3 iObjectives iof ithe iStudy 

The igeneral iobjective iof ithe istudy iwas ito idetermine ithe ieffect iof iinternal iaudit 

ipractices ion ifraud irisk imanagement iin iKisumu iCounty iGovernment. iSpecific iobjectives 

iwere ito: 

I. Examine ithe ieffect iof iinternal iaudit iplanning ion ifraud irisk imanagement iat 

iKisumu iCounty igovernment 

II. Establish ithe ieffect iof iperiodic irisk iassessment ion ifraud irisk imanagement iat 

iKisumu iCounty iGovernment 

III. Determine ithe ieffect iof iaudit iautomation ion ifraud irisk imanagement iat iKisumu 

iCounty iGovernment 

 

1.4 iHypotheses iof ithe istudy 

The isought ito itest ithe ifollowing inull ihypotheses. 

H01 Internal iaudit iplanning idoes inot ihave ia isignificant ieffect ion ifraud irisk 

imanagement iat ithe iCounty iGovernment iof iKisumu 

H02 Periodic irisk iassessment idoes inot ihave ia isignificant ieffect ion ifraud irisk 

imanagement iat ithe iCounty iGovernment iof iKisumu 

H03 Audit iautomation idoes inot ihave ia isignificant ieffect ion ifraud irisk 

imanagement iat ithe iCounty iGovernment iof iKisumu 

 

 



10 
 

1.5 Scope of the Study 

The study covered Kisumu county government in relation to geographical scope leaving out 

other counties in Kenya. The generalizations however was expected to have valid implication in 

the entire country since the study is scientific in nature. In regard to the phenomenon, the study 

concentrated on the effect of internal audit practices on fraud risk management. In terms of 

variables, the study looked at key variables which are internal audit planning, periodic 

assessment and audit automation. 

 

1.6 Justification of the Study 

The study was set to accrue benefits in a number of ways. To the academic fraternity, it could act 

as a source of secondary data to enable other researcher to conduct other studies in related field 

because research is cyclical and cumulative. For purposes of practice Kisumu County 

Government, results of the study could invigorate the internal audit department so as to scale 

down corruption and spur economic recovery in the County. In terms of legislation and policy, 

both the County and National Government could use the findings and recommendations of the 

study to develop policies on internal audit processes, aligning it with the best practices to reduce 

fraud in public enterprises. 

 

1.7 Limitation of the Study 

Several obstacles were encountered during data collection and analysis which were caused by 

some factors mostly beyond the researchers’ control. First and foremost, the study was carried 

out during the period when restrictions for controlling Covid 19 were still being observed. Such 

restrictions include travel restrictions, working from home, and social distancing. Therefore, 



11 
 

findings the sampled operational managers in their offices was difficult. To overcome this, the 

researcher resorted to the use of telephone and email services for data collection. In addition, a 

number of the respondents were cautious in providing information to the researcher in the study 

questionnaire for fear of confidentiality breach. To this end, an assurance was given by the 

researcher not to disclose identities of each respondents anywhere in the analysis as well as the 

report. 

 

1.8 Conceptual Framework 

Figure 1.1 is the conceptual framework which represents the study variables. The left variables 

are independent variables which stand on their own and do not depend on any other variable 

while the variables on the right are dependent variables which dependent on the independent 

ones. Internal audit planning, periodic risk assessment, as well as audit automation are internal 

audit practices that contribute to fraud risk management depending on the extent to which they 

are implemented in the organization. 

 

 

 

 

 

 

Figure 1.1 Conceptual Framework 

Source: Adopted from Kemnitz, 1985 (PT) 

Fraud Risk Management 

 Adherence to 

procedures 

 Identify opportunities 

for improvement 

 Effectiveness of the 

systems 

 Driving continual 

improvement 

 Providing information 

to top management 

Internal audit practices 

 Internal audit planning 

 Periodic risk assessment 

 Audit automation 
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CHAPTER TWO  

 

LITERATURE REVIEW 

 

This chapter reviewed the literature related to effect of internal audit practices on fraud risk 

management. It particularly focused on the theoretical aspects of the study as well as empirical 

review. The empirical section looked at internal audit planning, periodic risk assessment and 

audit automation. It ended with the literature summary and knowledge gaps. 

 

2.1 Theoretical Review of the Study 

This section focused on three theories of the study namely, Credibility theory, Policeman theory 

and Technology Acceptance theory. It also focused on the study concepts. The concepts 

reviewed include: the internal audit planning concepts; the concept of periodic risk assessment 

and the concept of audit automation. Finally it looked at the concept of Fraud risk management. 

 

2.1.1 Credibility Theory 

Credibility theory (CT), according to Amini, Dabbagah and Omrani (2019), was developed by 

Thomas Bayes in the early 1970s to mitigate information asymmetry in the auditing discipline. 

Information asymmetry is a situation whereby the investment and the management do not have 

the same credible information. To mitigate the problem, auditors are required to add credibility 

to the audited financial statements which then boost confidence in the financial records. This 

therefore gives the users confidence on the financial records or any aspect of management that is 

subjected to auditing. Credible audit reports can therefore be used by organization top 
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management to tweak management decisions so as to make them in line with the objective of the 

organization and also to mitigate the downside as established by credible audit reports Amini 

et.al (2019). 

 

According to Assaker (2020), the fundamental assumption of Credibility theory is that credible 

audit reports improve decision quality. This is the point at which the theory relates to the study. 

Internal audit planning is a situation in which internal auditors determine the objective of the 

audit until the plan is implemented. This can only be effective if the internal auditors embrace 

credibility in their work of audit planning. As such credible audit plans can be used by 

management to allocate resource for the internal audit planning so as to achieve the objective for 

which the internal audit planning is set in motion. On the other hand, without credibility, 

financial pilferage may ensue and work against the very reason internal audit department exists 

in the organization. Credible audit planning also means that better alternative sources can be 

made manifest in the planning stage to ensure that there is value for money which puts the entire 

organization at a better place in achieving the objectives in which the organization was put in 

place. 

 

Like any other theory, credibility theory also has its shortcomings. According to Assaker (2020), 

the theory puts a blanket trust on the auditors to provide credibility for the organizations audited 

financial statement. Unfortunately, auditors are human beings who can be compromised in which 

case, the salience of credibility postulates is significantly undermined. It is very difficult if not 

impossible that any human being can be trusted 100% only on the basis of trust and 
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professionalism. Little wonder that cases of financial misappropriation have continued to be 

recorded even though internal auditors are available. 

 

2.1.2 Policeman Theory 

Policeman theory (PT), as Kemnitz (1985) postulates, was developed by Dutch academician 

Theodore Limperg in the 1920s to instill more accountability and transparency in the auditing 

field of the time. According to the theory, there is greater responsibility on the part of the 

auditors to prevent fraud by all means. In other words, organizational fraud prevention is the 

responsibility of auditors and in the event that fraudulent activities are rumored or reported, the 

first person to go to is the auditor, especially the internal auditors of the organization. As such 

the internal auditors play the role of the police officer in ensuring that any fraudulent activities 

are detected and thwarted and that in the event that fraud is reported, then the auditor did not do a 

proper job as expected. 

 

The major assumption of the theory according to Shio (2018), is that the auditor is the 

organization’s policeman whose responsibility is to prevent, search and discover any fraud 

within the organization. As such, the theory blends well with the current study whose variable is 

periodic risk assessment. Among other areas, periodic risk assessment department in auditing is 

responsible for identifying risk and communicating mitigation mechanism for purposes of 

protecting organization assets. Because policeman theory places the role of police officer at the 

door step of organization auditors, it is incumbent on the auditors to play their role of mitigating 

the risks and thwarting them to so as the organization is free from fraud and any risks that can be 

posed by both external and internal threats. 
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According to Bobek (2018), policeman theory has a major shortcoming. Auditors’ role in any 

organization is not strictly to act as police officer but to give reasonable assurance and fair view 

of the organization financial statements. To make auditors to do the role of police in terms of 

preventing fraud may actually increase fraud because of lack of fairness on the part of 

management to the auditors. To such extent, Policeman theory stands accused of 

overgeneralization of the role of auditors in any organization. 

 

2.1.3 Technology Acceptance Model 

This model (TAM), according to Hussein (2017), was developed by Fred Davis and Richard 

Bagozzi in the 1980s to explain the cognitive processes involved in the process of new 

technology adoption. The theory posits that there are cognitive decisions including attitudes of 

the user that influences the level of adoption or acceptance of the technology in an organization. 

Early adopters for example are users that easily adopt technology and are usually young people 

because of their curiosity. On the other hand, laggards are usually much older individuals who 

are reluctant to adopt new technologies. The adoption or acceptance of new technologies is 

therefore a cognitive process on other users yet profoundly affects the level of usage among 

other organization members. 

 

The major assumption of TAM, according to Assaker (2020), is that the extent of technology 

acceptance is dependent on perceived usefulness and perceived ease of use. The current study 

therefore blends much better with the theory in the sense that audit automation relies on 

technology acceptance by the organization members. Audit automation ensures that there is 

proper infrastructure built to support technology and that employees are trained on the new 
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technology to be adopted by the organization and finally technology acceptance. The usefulness 

and the ease of use must be emphasized to the employees of the organization for the technology 

to be fully accepted.  

 

As Hussein (2017) points out, even Technology Acceptance Theory has its downside. This is 

because technology has exposed attack surfaces where hackers can use to penetrate technology. 

Technology is also very disruptive and some employees may not accept technology because of 

job cuts. Therefore the challenges brought about by new technology are numerous and may not 

after all fix internal audit problems in their entirety. 

 

2.1.4 The Concept of Internal Audit Planning 

Internal audit planning is an integral function in the wider scheme of corporate governance in 

organizations of all strata. According to Chowdhury and Shil (2019), internal audit planning 

envisages a situation where auditing framework is properly planned, that is, articulating activities 

required in advance to achieve the auditing objective of the organization. The centrality of 

auditing planning is made manifest in their utility by the top management to make management 

decisions that anchors the overall organization management. Therefore, the internal audit plans 

are not only relevant to the corporate management, they are crucial for better governance in any 

organization in any part of the world regardless of structure or culture. 

 

The salient postulates of internal audit framework are numerous. For instance, Eulerich et.al 

(2019) postulates that determining the objective of the audit planning as well as making budgets 

for the audit plans are at the centre of any worthwhile internal audit planning process. 
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Determining the audit plan objectives enables the audit department to stick to the objectives of 

the audit and not to branch to other aspects of the audit process that may not be relevant for the 

internal auditing. On the other hand, putting in place audit budget plans allows the internal audit 

planning secretariat to ensure that there is sufficient budget allocation for the auditing so that the 

noble auditing work is not undermined by lack of financial muscle to execute auditing function. 

 

Further, Nornam et.al (2010) postulates that determining alternative causes, forecasting and 

implementation also underpin proper internal auditing plans. Determining alternative causes in 

the internal audit planning process helps the auditing department to consider other approaches so 

that the approach that is finally agreed upon has the most value for the organization. Similarly, 

forecasting enables the internal audit department to have a preview of what the future might look 

like and then putting measures to address the future possibilities for the benefit of the 

organization. Implementation of the plan is the final step of the internal audit planning and which 

ensures that the plans are actually implemented to address the risks posed in the organization for 

which planning was construed. 

 

2.1.5 The Concept of Periodic Risk Assessment 

Periodic risk assessment, according to Hussaini, Abubakar and Yusuf (2018), has been construed 

as the process of periodically assessing the risk exposures of an organization with the aim of 

mitigating the said risk to prevent financial fraud and pilferages. Although periodic risk 

assessments are conducted yearly especially towards the end of the year, there are certain times 

that periodic risk assessment can be conducted sooner. For instance, when there is a major event 

taking place in the organization such as radical budget cuts or employee right-staffing, there is 
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need for a risk assessment to identify possible exposures and mitigated the identified exposures 

so as to inoculate the organization from financial related fraud. 

 

According to Nnam and Eneh (2018), identifying the risk and impact evaluation are central to 

periodic risk assessment in any organization. Risk identification involves the process of marking 

a risk as a threat to financial wellbeing of an organization. This might include possible areas that 

financial fraud and pilferages might occur in the organization. Impact evaluation on the other 

hand is evaluating the kind of impact the risk might have if it were to happen. If the impact is 

huge enough, then it can be given priority focus to mitigate it. That however does not mean that 

small risks should not be considered for mitigation. 

 

Further, Lamptey and Singh (n.d) postulates that planning response, documentation and tracking 

response as well as communicating risks are essential to feasible fraud prevention in the 

organization. Planning responses encompasses the responses mechanism to deal with the 

identified risk in order to neutralize the risk completely. Planning responses is therefore 

articulating step by step strategy of mitigating the risk. Documenting and tracking response 

involves putting the response down on paper or in a computer to recognize it and then tracking 

response helps the auditing department to know the extent of the risk mitigation. Finally, 

communicating the risk ensures that the entire organization is aware of the risk and can identify 

it whenever it manifest. It also ensures that the top management can make decision about the risk 

posed in a bid to completely neutralize the risk already identified and related risks even the ones 

yet to be identified.  
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2.1.6 The Concept of Audit Automation 

Audit automation according to Aikins (2020) is the application of information technology like 

computer assisted audit in the process of auditing so as to mitigate the auditing risk in an 

organization. Technology is capable of removing human interface which makes it highly likely 

to reduce fraud and pilferages of financial resources within a given organization. The process of 

audit automation is however broad and it is only when the process is implemented and there is 

acceptability of technology in organization can the full benefits of audit automation be fully 

realized. 

 

According to Schafer and Schafer (2018), the preeminent feature in audit automation is vision 

and strategy definition as well as building infrastructure to support automation. The auditing 

department must define the vision and the strategy to be followed. Strategy involves identifying 

where the organization is at present, where it wants to go and how it gets there in line with 

organization automation. Building infrastructure involves laying the technology foundation such 

as internet cables of mounting computer related infrastructure in the organization so that when 

the audit automation if finally implemented, there is a smooth integration and continuity of audit 

work. 

 

Additionally, Mardian and Avianti (2019) postulates that training employees for automation 

skills, staff function allocation as well as monitoring and evaluation are dimensions inherent in 

proper audit automation implementation. Training employees for technology is crucial and helps 

with early adoption of technology for the overall wellbeing of the organization. Staff function 

allocation especially for the new framework of audit automation helps the organization to know 
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how the responsibility is allocated for easier structural flow. Monitoring and evaluation helps the 

organization to monitor the implementation and make adjustment where necessary so as to 

ensure that the objective of audit automation is attained as earlier planned by the audit 

department within the organization. 

 

2.1.7 The Concept of Fraud Risk Management 

Fraud risk management according to Hess and Cotrell (2016) are the procedure put in place to 

address both the impact and the likelihood of fraud risk happening in company. Fraud risk in an 

organization is an experience whereby an organization is likely to experience loss of both current 

and fixed assets in a way that is dishonest and lacks accountability (Hess and Cotrell, 2016) 

According to Power (2013) fraud risk management includes adherence to procedures and 

identification of opportunities for improvement. Adherence to procedures is a facet of fraud risk 

management in which the organization procedures whether they are written in the organization 

manual or not are complied with by all employees in the organization so as to ensure that there 

are standard procedures of operation that can be verified and are not ambiguous. On the other 

hand, identification of opportunities for improvement helps the organization to continually 

improve on the risk mitigation to eliminate fraud and financial pilferages. 

According to Madahet. al (2020), fraud risk management embodies effectiveness of systems, 

driving continual improvement as well as providing information to top management for 

management reviews and decision making. Effective systems are a credible risk mitigation 

mechanism while driving continual improvement helps the organization to maintain quality of 

the auditing function. Additionally, providing information to top management for decision 
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making ensures that the organization top management is in support of fraud risk management 

which in turn enhances corporate governance.  

 

2.2 Empirical Review of Literature 

Review of empirical literature tackles past studies conducted on the area for which the current 

study tries to investigate. It focuses on key variables of the study namely, internal audit planning, 

periodic risk assessment, as well as audit automation. The main reason for empirical review is to 

bring out the gaps the current study sets to seal.  

 

2.2.1 Effect of Internal Audit Planning on Fraud Risk Management 

Several studies have been done in relations to internal audit planning and fraud risk management. 

However, such studies have not focused on devolved systems of government on one hand, and 

have been contrasting in methodology and results, on the other hand. For instance, Meliyev 

(2017) studied ithe ieffect iof iaudit iplanning ion iaudit iquality iof iUzbekistan iaudit ifirms. 

iData iwas icollected ifrom ithe ientire i34 iaudit ifirm iworking iwithin iUzbekistan ithrough 

ithe iuse iof iquestionnaire. iThe iresults ianalyzed iusing iOLS ion iall ithe i16 iauditors 

iindicated ithat ithere iwas ia ipositive iimpact iof iall ithe ithree ifunctions ion iaudit iquality. 

iError iprevention ifunction ihad ileast ipositive ieffect iwith i0.366849 icoefficient, ifraud 

iprevention ifunction ihad ia icoefficient iof i0.433272 ihence imost ieffective iwhile irisk 

imitigation ifunction ihad ia icoefficient iof i0.379647 iand iwas itheisecond imost ipowerful 

ifunction. iThe istudy iconcluded ithere iwas ia ipositive irelationship ibetween iaudit iquality 

iand iaudit iplanning iand ithat iaudit iplanning ienhanced iaudit iquality. i 
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Phornlaphatrachakorn i(2019) iinvestigated ithe ieffects iof iaudit ispecialization ion iaudit 

iquality, iaudit iplanning iand iaudit iperformance iof itax iauditors iand icertified ipublic 

iaccountants iin iThailand. i i217 itax iauditors iand i243 icertified ipublic iaccountants iwere 

isampled. iThe iresults iindicated ithat ithere iwas ia isignificant ieffect iof iaudit ispecialization 

ion iaudit iquality iand iaudit iplanning. iWhile iaudit iplanning ihas ia isignificant iimpact ion 

iaudit iquality, iaudit iperformance iis icritically iinfluenced iby iaudit iquality. iAudit iplanning 

iis inot irelated ito iaudit iperformance iin ithe icertified ipublic iaccountantsibut iit’s irelated iin 

ithe itax iauditors. iThe iresults ifurther irevealed ithat iwhile iaudit iquality iis ia imediator iof 

ithe iresearch irelationships, ionly itax iauditors ihad iaudit iplanning ias ia iresearch imediator. 

Djanegara iand iIriyadi i(2017) isought ito idescribe iaudit istrategy iin irelation iwith iaudit 

iquality ias ia iresponse iof ithe ichange iof iauditees’ isituation. iThis istudy iwas ia icase istudy 

iof ithe iSupreme iAudit iInstitution iof iIndonesia. iUsing ianalytical iand idescriptive iapproach 

icentered ion isecondary idata iand iinterview, ithe iresults iindicated ithat iaudit iquality iwas 

iwell imaintained ithrough iperformance iaudits iduring ithe itransition iperiod iin i2013-2015, 

iincluding ienhancement iof iauditor icompetence iand iindependence. iPerformance iaudit 

ifindings iwas ishowed ito iassist iauditor iin ifocusing ion ihigh ipotential irisks iarea iof 

imaterial imisstatements iwhile ithe irecommendations ifrom ithe iperformance iaudit iresults 

iwas ifound ito iassist iauditees iin iimproving ifinancial ireporting iquality. i 

Bani-Ahmed iand iAl-Sharairi i(2014) ianalyzed ithe iimpact iof ithe iaudit iprocess iplanning 

ion ithe ieffectiveness iof itotal iquality imanagement iin iJordan. i iFor ithe ipurpose iof ithe 

istudy, ia iquestionnaire iwhich iwere idistributed ito i(110) iexternal iauditors iwas idesigned 

iwith ia ireturn irate iof i70%.iMultiple iregression iwas iused ito itest ithe ihypotheses. iThe 

istudy ifound ithat iall ithe iindependent ivariables ihad ia isignificant irelationship ion 
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itotaliquality imanagement ieffectiveness. iPreparing iaudit istrategy ivariable ihad ithe ihighest 

iimpacts. 

Muchiri iand iJagongo i(2017) iexplored ihow iinternal iaudit ifunction irelate iwith ifinancial 

iperformance iin ithe iKenya iMeat iCommission. iPrimary idata iwas icollected iusing iclose 

iand iopen iended iquestionnaires iand iwas iqualitative iin inature. iThe iresearcher ianalyzed 

ithe idata iusing iregression ianalysis, idescriptive istatistics iand itime iseries. iResults 

iillustrated ithat iinternal iauditing iis icrucial iin ithe ifinancial iperformance. iHowever, ithe 

iresearch ifindings ishowed ithat ithere iwas ian iinsignificant irelationship ibetween ithe 

iexistence iof iinternal iaudit ifunctions iand ifinancialiperformance iat ithe iorganization. iThat 

iis, ireturn ion iinvestment iand iprofitability iis inot iinfluenced iby ithe iexistence iof iinternal 

iauditing. 

Momanyi iand iNgacho i(2018) iassessed ithe iinfluence iof iauditing istrategy ion ithe 

iperformance iof ipublic iuniversities iin iKenya. iThe istudy iembraced idescriptive isurvey 

iresearch idesign iwith ia itarget ipopulation iof i1569 itop iand imiddle ilevel iemployees ifrom 

itwenty inine ipublic iuniversities. i iThe iresearch iachieved i407 isample isize. iThe ifindings 

iof ithe istudy irevealed ithat ithe irelationship ibetween iauditing istrategy iand iorganizational 

iperformance iis isignificant iand imoderate iin itheiKenya ipublic iuniversities. iFurther, ithe 

istudy ishowed ithat iwith ia imean iof i1.66, ithe irespondents idisagreed ithat ithe iattributes iof 

iauditing istrategy iin iKenya ipublic iuniversities iare inot iimplemented. 

From ithe iabove imentioned istudies, iit iis ievident ithat iaudit iplanning ieffectiveness iin 

ifraud irisk imanagement iwithin ithe icontext iof idevolved igovernment isystems ihave ibeen 

ioverlooked. iStudies iBani-Ahmed iand iAl-Sharairi, i2014; iMeliyev, 
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i2017;iPhornlaphatrachakorn, i(2019) ihave ifocused ion iauditors iin iaudit ifirms iand inot 

iinternal iauditors iin idevolved isystems iof igovernment. iSimilarly,iwhereas iMeliyev i(2017) 

ias iwell ias iDjanegara iand iIriyadi i(2017) ifound ipositive iand isignificant irelationships 

ibetween icomponents iof iaudit iplanning iand idimensions iof ifraud irisk imanagement, 

ifindings iin iPhornlaphatrachakorn i(2019), ihowever, ishowed ithat iaudit iplanningis related to 

audit performance in the tax auditors, but not the certified public accountants. iMoreover, iother 

iresearchers iMomanyi i& iNgacho i(2018); iMuchiri i& iJagongo i(2017), ibesides ifocusing ion 

ipublic iorganizations iaway ifrom idevolved isystems, iexplored ion ihow iaudit iplanning 

iinfluence ifinancial iperformance iand inot ifraud irisk imanagement. iIt iwas itherefore 

isignificant ito igather ithe iviews iof ioperational imanagers iresponsible ifor itask iactivities 

irelated ito ifinances iin ithe iCounty iGovernment iof iKisumu ito iinvestigate ithe iinfluence iof 

iaudit iplanning ion ifraud irisk imanagement. 

 

2.2.2 iEffect iof iPeriodic iRisk iAssessment ion iFraud iRisk iManagement 

Studies ihave ibeen iconducted ion ithe iarea iof iperiodic irisk iassessment iand ifraud irisk 

imanagement. iIn iUSA, iCarcello, iEulerich, iMasli iand iWood i(2020) iexamined iwhether 

iinternal iauditing iprovides ivalue ito iorganizations iby irisk ireduction. iThis istudy icompared 

irisk ichanges iamong iaudited ibusiness iunits iand imatched inon-audited iunits iwithin ithe 

isame icompany. iThrough ithis idesign, iit ienabled ifor iisolation iof ithe isignificance iof ian 

iinternal iaudit iwhile iholding iconstant ichanges iin irisk ibrought iabout iby itime iperiod iand 

ithe iorganization. iBased ion iratings ifrom ithe imanagers iof iaudited iand inon-audited iunits, 

ifindings iindicated ithat imanagers iof iaudited iunits iperceive ia igreateriperformance iincrease 

iand ia idecline iin irisk icompared ito iheads iof inon-audited iunits. i iFindings ifurtherirevealed 
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ithat ihigher irisk ireduction iand ioverall iimproved iperformance iare iassociated iwith 

iorganizations ithat iare iused ias itraining iground ifor ithe imanagement iand ihave ihad ia 

iquality iassurance. 

In iHungary, iFortvingler iand iSzivos i(2016) iexamined ihow iauditors iperform ifraud irisk 

iassessment iby iapplying ieither ithe idecomposition ior itraditional imethods ito idifferent 

isetting ilevel iof iperceivedirisk. iThe istudy isimilarly iinvestigated ihow irisk iassessment 

ioutcome iinfluence ithe iaudit iplanning iphase. iThe imembers iwere iinformed iabout ithe 

ionline isurvey iwith ithe ihelp iof iThe iChamber iof iHungarian iAuditors iassisted. iResponses 

iwere ielectronically icollected iwith isample isize iof i61. iThe ifindings iproved ithat iauditors’ 

isensitivity ito ifraud icues ibetween ihigh iand ilow iconditions iof irisk iwas ienhanced 

isignificantly iusing ithe idecomposition imethod ithan iusing ithe itraditional irisk iaudit 

imethod. iFurther, ihigher ipropensity ito iconsult iwith iforensic iexperts iwas imore ienhanced 

iby iperception iof ifraud irisk. iThe istudy ifinally iindicated ialso ithat ithe ilevel iof ifraud irisk 

iassessed ihas isignificant iimpact ion iinternal istructure iof itotal ihours iallocated ito ithe iaudit 

ialong iwith ithe iinternal istructure. i i i 

Alzeban iand iGwilliam i(2014) istudied ifactors iinfluencing iinternal iaudit ieffectiveness iin 

iSaudi iArabia. iData iwas icollected ifrom i79 ipublic isector iorganization iwith ia isample isize 

iof i239 iinternal iauditors iand i203 imanagers. iThe irelationship ibetween iinternal iaudit 

ieffectiveness iand ifive iprincipal ifactors iwas iexamined iusing imultiple iregression ianalysis. 

iThe istudy ifindings irevealed ithat ithere iwas ieffectiveness iin ithe ifunctions iof iinternal 

iaudit ifrom iboth iinternal iauditors’ iand imanagements’ iperspective. iBy ihaving ian 

iindependent iinternal iaudit idepartment, iengaging itrained iand iexperienced istaff, iallocating 

ienough iresources, ithere iis ia ilink iin imanagement isupport. 
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Nnam iand iEneh i(2018) iexplored ithe irisk iassessment ipractices ito idetermine ithe ipresence 

iand itherefore ithe iimpact iof ithese ipractices iof isome iselected ifirms iin iNigeria. iThe 

itargeted ipopulation iconsisted iof ifirms iaudited iby ithe ibig ifour iaudit ifirms i(KPMG, 

iE&Y, iPWC i& iAWD) iand ilisted ion ithe iNigeria istock iexchange. iFour iinternal icontrol 

iand i2 isenior imanagement istaff iwere iselected ithrough ithe iuse iof ijudgment isampling. 

iFive ilikert iscaled iquestionnaire iwas iused ito icollect ithe idata iresponses iwhile ithe 

ihypotheses iwere itested iusing ilogistic iregression. iThe ifindings irevealed ithat irisk 

iassessment iand ifraud ihas ia ipositive isignificant irelationship. i i 

Chepkoech iand iRotich i(2017) iinvestigated ithe ieffect iof irisk imanagement iprocess ion 

imotor iinsurance ifraud iin iKenya. iA itarget ipopulation iof ithirty ithree imotor ivehicle 

iinsurance icompanies iwere iselected iand iused ia idescriptive iresearch idesign ifor ithe istudy. 

iThe istudy iestablished ithat ithe irelationship irisk iassessment, irisk imonitoring, irisk 

iidentification iwas isignificant iin iKenya iMotor iInsurance ifraud. iAccording ito ithe 

iregression iresults, iit iconcludes ithat idependent ivariables iinfluenced iMotor iInsurance 

ifraud. iAnother istudy iby iObonyo i(2017) isought ito iestablish ithe iextent ito iwhich iinternal 

iaudit ipractices icontributes ito isuccess iof ifraud irisk imanagement iin iall iState iCorporations 

iin iKenya. iThe ifindings iof ithe istudy irevealed ithat iwhen iall ithe ivariables iof iinternal 

iaudit ipractices, irisk iexposure iperiodic iassessment, ifraud ipolicy, iprevention iof ifraud iand 

ifraudidetection iwhen icombined, ilead ito ifraud irisk imanagement isuccess iin iKenya iState 

iCorporation. i iIn ianother istudy, iKoech i(2018) isought ito idetermine ithe irelationship 

ibetween irisk iassessment ifraud idetection iand iprevention iat ithe iUniversity iof iEldoret. 

iThe istudy iused idescriptive isurvey iresearch idesign iwith itarget ipopulation i34 iinternal 

iauditors iand iaccountants. iThe iresearcher icollected iprimary idata ithrough ithe iuse 
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iofistructured iquestionnaires iwhile idata iwas ianalyzed iusing iinferential iand idescriptive 

istatistics. iFindings iconcluded ithat ifraud idetection iand iprevention iinfluenced irisk 

iassessment i(β1 i= i0.133; ip i< i0.05) ipositively iand isignificantly. i 

Based ion iaforementioned istudies, iit iis iworth ito inote ithat ithe icorrelation ibetween 

iperiodic irisk iassessment iand ifraud irisk imanagement iin ithe icontext iof idevolved 

igovernment iunits ihas ibeen ioverlooked. iStudies iAlzeban iand iGwilliam i(2014); iNnam 

iand iEneh i(2018) ihave iinvolved ipublic iorganizations iin itheir iinvestigations iof iperiodic 

irisk iassessment. iOther istudies iby iFortvingler i& iSzivos i(2016); iNnam i& iEneh i(2018) 

ihave ilaid iemphasis ion ihow ieffective iauditors iin ibig iaudit ifirms icarry iout ifraud irisk 

iassessment. iFurthermore, ithe istudies ionly ifocused ion ihow isingle idimensions iof iperiodic 

irisk iassessment iaffect ifraud irisk imanagement. iIf ifollows ithat ithe istudiesileft iout ihow 

idimensions inamely, iidentifying ithe irisk, iimpact ievaluation, iplanning iresponse, 

idocumenting iand itracking iresponse, ias iwell ias istaff ifunction iallocation iand ihow ithey 

icollectively iaffect ifraud irisk imanagement. iFor isuch ireason, ithe ieffect iof iperiodic irisk 

iassessment ion ifraud irisk imanagement iin iregard ito ithe inamed idimensions iin iKisumu 

iCounty igovernment iformed ithe ifocus iof ithe icurrent istudy. 

 

2.2.3iEffect iof iAudit iAutomation ion iFraud iRisk iManagement 

Empirical istudies ihave ialso ibeen idone ion ithe iarea iof iaudit iautomation iand ifraud irisk 

iassessment. iFor iinstance, iAikins i(2020) iexamined ithe ieffects iof iaudit iautomation ilike 

ithe iuses iof iComputer iAssisted iAudit iTechniques ion isuccessful iimplementation iand 

iperformance imeasures iintegrationiinto igovernment iinternal iaudit imanagement. iThe 

iresearch istudy ifocused ion iauditors iin ithe iUSA ilocal igovernment. iThe ifindings iof 
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itheiresults ireveal ithat isuccessful iperformance imeasures iintegration iinto iongoing 

imanagement iof iaudit iis iinfluenced iby iuse iof iComputer iAssisted iAudit iTechnique. iAlso, 

isuccessful iimplementation iand iperformance imeasures iintegration iinto imanagement iof 

iaudit iare iinfluenced iby iposting iaudit ireports ion iaudit iwebsites, idedicated iaudit 

iinformation istaff iand iby iuse iof iaudit itime ireporting isystems. 

 

On itheir ipart, iGhanoum iand iAlaba i(2020) iexplored ihow iartificial iintelligence iintegrated 

iin iauditing iaffect ithe iprocess iof iauditing iin iSweden. iThe istudy iwas iqualitative iin 

inature iand iobtained idata ithrough ia isemi-structured iinterview. iThe itarget ipopulation iwas 

iauditors ifrom iSweden iauditing ifirms ithat ihave iimplemented iin itheir iaudit iprocess ithe 

iuse iof iAI-based itools. iThe ifindings iof ithe istudy iagreed ithat icompliance iwith istandards 

iand iincreased iprofessionalism iwas ieffectively ienhanced iin iall iaudit iprocess istages 

ithrough ithe iuse iof iAI isystems. iAI-enabled iauditing isystems iwas ipreferred ias iper ithe 

istudy iunlike ithe iuse iof itraditional iauditing itools. 

 

Mbilla, iNyeadi, iAkolgo iand iAbiire i(2020) istudied icomputerized iaccounting isystems 

iimpact ion ifinancial ireports iquality iof iGhana ibanks. iSurvey imethod iwas iused ito icollect 

idata iwith ia ipopulation iof iall ithe ibanks ilisted ion ithe iStock iExchange iof iGhana. iThe 

iresearch ithat iwas iquantitative iin inature iwas ianalyzed iusing iStatistical iPackage ifor 

iSocial iSciences i(SPSS) iprogramming. iThe ifindings iof ithe istudy iestablished ithat ia iunit 

iincrement iin iautomated icomputerized iaccounting isystem iwith ia izero iautonomous ifactors 

ilead ito ifinancial ireport iquality iof ithe ibanks iincrement iwith iabout i0.50. i 
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Otoko i(2016) iassessed ithe ieffect iof icomputerization iin irelation ito irisk ibased iinternal 

iaudit iat iHomabay iCounty iGovernment iin iKenya. iTo ibest iexplain ithe iexplicit 

ioccurrence iin iits imodern imeasures, icontemporary itendencies iand iconnections iamong 

idissimilar iaspects iat ithe ipresent, itheistudy iadopted idescriptive isurvey iresearch. i iThe 

itarget ipopulation iconstituted iof i60 irespondents iwho iwere irelationship iofficers/managers, 

ifinance iofficers, ithe iinformation itechnology iofficers, iinternal iauditors iand iaccountants. 

iStructured iand iunstructured iquestionnaires ito iall ithe irespondents iwas iadministered. iThe 

iresults iof ithe istudy iindicated ithat irisk ibased iinternal iaudit iover irisk iprofiling, irisk 

iassessment/valuation, iauditing istaffing iand iyearly irisk ibased iaudit iplanningishould ibe 

ienhance iaccountability iand itransparency iin icomputerized ienvironment, ihence ifinancial 

iprocedures ienhancing. 

Much as the foregoing studies have shown extant literature on automation in the accounting 

system including auditing, audit firms and banking sector form the major context of focus. 

Similarly, most of the studies have targeted auditors as respondents and not necessarily persons 

who supervise tasks prone to financial fraud risks. This is as opposed to devolved systems where 

automation in the financial departments including audit sections and officers who oversee tasks 

related to financial risks are also vital. Studies byAikins(2020); Ghanoum and Alaba(2020); 

Mbilla et al, (2020) targeted auditors and revealed positive outcome on financial performance 

and quality in financial reporting without mentioning any relationship with fraud risk 

management. Closer to Kisumu, an earlier study by Otoko (2016) fell short of revealing how 

audit automation relates with fraud risk management. Moreover, it is equally important to 

highlight key dimensions of audit automation such as vision and strategy definition, building 

infrastructure to support automation, training for skills, staff function allocation, as well as 
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monitoring and evaluation collectively influence fraud risk management. Therefore, the effect of 

audit automation on fraud risk management in regard to the named dimensions in Kisumu 

County formed one of the objectives of the current study. 

 

2.3 Summary of literature and Knowledge gaps 

This section reviewed three theoretical models which are: Credibility theory, Policeman theory, 

as well as Technology Acceptance Model and their respective assumptions tied to the variables 

of the study. The theories therefore mesh well with the variables of the study and that’s the 

reason they have been used in the study. 

 

The study has also reviewed empirical literature and gaps exposed. For example, the studies 

reviewed have methodological limitations like the use of a sample size that is small hence limit 

generalization, the use of experimental design that can be affected by artificial environment and 

hence compromise the credibility of generalization, the use of qualitative approach which has 

procedural problems. The studies reviewed have also not looked at three key variables which are 

internal audit planning, periodic assessment, as well as audit automation and how the three 

variables and dimensions thereto collectively affect fraud risk management in Kisumu County 

government hence knowledge gap that the current study intended to fill. 
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CHAPTER THREE 

RESEARCH METHODOLOGY 

3.1 Introduction 

This section looked at research methodology that the study relied on. In particular, it addressed 

research design, target population and area of the study. It also looked at sampling design and 

data collection and procedure. Further, it addressed data analysis procedures and ethical 

considerations. 

 

3.2 Research Design 

The study used correlational research design.Correlationalresearch design according to Saunders, 

Thornhill and Lewis (2012), helps in making inferences between two variables and draw 

generalization hence fulfilling the purpose for which a study was set. The current study used 

inferential statistics to compare the relationship between internal audit practices and fraud risk 

management. For such reason, correlationalresearch design was deemedappropriate. 

 

3.3 Area of the Study 

The area of the studywas Kisumu County Government. It is among the 47 Counties in Kenya 

lying within longitudes latitudes 0°20’ south and 0°50’ south and 35° 20’E and 33° 20’E. 

Kisumu County has seven Sub-counties which are Kisumu Central, Kisumu West, Kisumu East, 

Nyakach, Nyando, Muhoroni and Seme. The people of Kisumu County are largely small scale 

traders. Some work in government bodies in the County, County government, and in private 

enterprises. Others are fishermen in Lake Victoria. Kisumu city is the major city in the entire 

western Kenya with an international airport and good coverage of road network that links 
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Kisumu with her neighbors. Kisumu County among the 47 devolved units and is headed by a 

governor. The senator represents the County at the national senate while the seven members of 

parliament represent the County in the national assembly (KBBS, 2019). There are alleged cases 

of funds misappropriation while some have been confirmed by relevant government bodies with 

media reports putting the County in the spotlight on corruption cases. 

 

3.4 Target Population 

The study targeted operational managers in charge of financial operations in the County 

Government of Kisumu. The operational managers were targeted because they supervise task 

activities related to finances, including fraud risk management. The researcher therefore 

considered them to be capable of answering questions related to how internal audit practices 

affect fraud risk management in the County Government of Kisumu. According to records 

available in County Board of Kisumu, there are 112 operational managers in charge of divisional 

operations as shown in Table 3.1.  

Table 3.1: Target Population Distribution 

Divisions Target Population 

Finance Division 70 

Supply Chain Management Division 12 

HRM Division 20 

ICT Division 10 

Total 112 
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3.4.1 Sample Size and Technique 

The study used census method to include all the 112 operational managers as the study sample. 

Nanjundeswaraswamy and Divakar (2021) explain that when a population size is small, then it is 

suitable to consider the entire population as the sample. Nanjundeswaraswamy and colleague 

contend that this method is very suitable because of its accuracy and preciseness. The current 

study thus used all the target population for a reliable generalization of findings. 

 

3.5 Data Collection Procedure and Instrumentation 

3.5.1 Data Collection Procedure 

The study obtained the necessary approvals from the university before data collection was 

started. The researcher proceeded to the county offices for familiarization visit and to identify 

key individuals that could assist with collecting filled in questionnaires. On the material day, the 

study distributed questionnaires to the respondents accompanied by approval letter from Maseno 

University to give the process legitimacy. The study thereafter collected the filled in 

questionnaires for purposes of analysis. 

 

3.5.2 Instrumentation 

The study used questionnaire to collect primary data. Saunders et.al (2012) points out that 

questionnaires are suitable for a quantitative study because it collects quantitative information 

that can be reviewed quantitatively. Additionally, questionnaire also saves time. Given that the 

study was conducted in a given instant and not a long period of time, questionnaire ensured that 

time scope of the study is respected. This is because questionnaires can easily be dropped and 

picked when they have been filled in. The questionnaire administered was divided into 5 
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sections. Section A handled demographic information of study respondents, while section B 

Focused on internal audit planning, section C handled periodic risk assessment questions, section 

D looked at audit automation while section E dealt with fraud risk management questions. The 

questionnaire was scored from 1 to five in a five point Likert scale where 5 was the highest and 1 

the lowest. 

 

3.5.3 Pilot Testing 

The study conducted pilot testing at the County Government of Homa Bay which also forms one 

of the 47 counties in Kenya. A total of 11 operational managers were selected from departments 

which handle finances for the pilot testing. The purpose of the pilot test was to record the time 

that the questionnaire was answered for purposes of planning. It also tested how best the 

questions were understood and corrections made before the actual collection of data collection. 

 

3.5.4 Validity of the Study 

According to Aila and Ombok (2015), validity is the degree that an instrument actually measures 

what it is supposed to measure. Content validity is ensured through literature review by 

predicating the items of the literature review on the study concepts. As such, the study ensured 

that the study items were based on the study concepts so as to ensure validity of the content. 

 

3.5.5 Reliability of the Study 

Reliability of instrument is the degree to which the instrument actually measures what it is 

intended to measure on repeated trials, Meller (2001).Cronbach’s alpha was used to test the 
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reliability and the internal consistency of the data items. According to Mugenda and Mugenda 

(2008), a scale of 0.70 or above suggests that there is high degree of reliability. All variables 

yielded reliability of 0.80 and above: fraud risk management (0.88); audit planning (0.89); 

periodic risk assessment (0.86), and audit planning (0.84). The overall reliability of the 

questionnaire instrument with 20 items was 0.87, meaning that the questionnaire instrument was 

reliable. Reliability test result is presented in Table 3.2. 

Table 3.2: Reliability Test Results 

Variable Number of Items Reliability 

Fraud Risk Management 5 0.88 

Audit Planning 5 0.89 

Periodic Risk Assessment 5 0.86 

Audit Automation 5 0.84 

Total 20 0.8675 

 

3.6 Data analysis Procedures 

The study collected primary data for analysis. The study used both descriptive and inferential 

data analysis techniques. For descriptive data analysis, the study used mean and standard 

deviation while for inferential statistics, the study used regression and correlation. The model 

specification for regression was as follows: 

𝐘𝐢 = 𝜷𝟎 + 𝜷𝟏𝑿𝟏𝒊 + 𝜷𝟐𝑿𝟐𝒊 + 𝜷𝟑𝑿𝟑𝒊 + 𝜺 ………………………………………………𝑬𝒒.𝟑.𝟏 

Where 

𝛽0 –Is the constant or intercept 

βi (i=1,2,3)-Are the regression coefficients or change induced in Y by each Xi 

X1- Independent variable internal audit planning 
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X2- Independent variable periodic risk assessment 

X3- Independent variable audit automation 

Y- Dependent variable-fraud risk management 

ε- Is the error component. 

 

3.7 Ethical Consideration 

In regard to ethical consideration, the studyobtained approvals from the University school of post 

graduate studies to necessitate data collection. Informed consent is a salient feature in research 

globally. The researcher thus ensured that the consent of the participants was obtained. To that 

effect, every questionnaire was accompanied by a letter from the researcher explaining consent 

and the ability of respondents to withdraw from the study should they want to. However, the 

researcher emphasized that the study was only for purposes of academics and there were no 

negative consequences to the study participants regardless of their opinion. The researcher also 

ensured that all the works used were cited and references to eliminate instances of plagiarism. 
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CHAPTER FOUR  

IRESULTS, IINTERPRETATIONS IAND IDISCUSSIONS 

This isection ipresents idata ianalysis, iresults, iinterpretation iand idiscussions iof ithe istudy. i 

iThe ifirst isection iprovides idemographic icharacteristics iof ithe irespondent iof ithe istudy, 

iwhile ithe isecond isection igives iout ithe iresults iand idiscussions iof ithis iresearch.I 

 

4.1iResponse iRate 

The iresearcher idistributed i112 iquestionnaires ito isampled ioperational imanagers iin ithe 

iCounty iand iafter isuccessive ivisits ito ithe ioffices iof ithe imanagers, i100 ifully ifilled iup 

iquestionnaires iwere iretrieved. iThis irepresented i89.3% iquestionnaire ireturn irate. iThis iwas 

iconsidered ias ian iappropriate ireturn irate isince iit isurpassed ithe i50% irecommended iin 

iCreswell i(2014) ifor ianalysis. iAll ithe idivisions itargeted ihad ia ireturn irate isurpassing 

i80%. iThe ifinance idivision ireturned i63 icompletely ifilled iup iquestionnaires iout iof i70 

i(90%); isupply ichain imanagement idivision ireturned i10 iout iof i12 iquestionnaires i(83.3%); 

ihuman iresource imanagement idivision ireturned i18 iout iof i20 iquestionnaires i(90%), iand 

iICT idivision ireturned i9 iout iof i10 i(90%) ifully ifilled iup iquestionnaires. iTable i4.1 

ipresents iquestionnaire iresponse irate. 

Table i4.1:iQuestionnaire iResponse iRate 

Divisions Distributed iQuestionnaires 

Returned 

iQuestionnaires 

Percent 

Finance iDivision 70 63 90 

Supply iChain iManagement 12 10 83.3 

HRM 20 18 90 

ICT 10 9 90 

Total 112 100  

Source: iSurvey idata i(2021) 



38 
 

4.2iDemographic iCharacteristics iof ithe iSample 

With iregards ito ithe idemographic icharacteristics iof ithe istudy irespondents, ithe iresearcher 

iassessed idistribution iof irespondents iby igender, iage, ieducation ilevel, iand iperiod iof 

iservice iin ithe iCounty iGovernment. iCharacteristics iof irespondents iby igender iis ipresented 

iin iTable i4.2. 

Table i4.2: iGender iDistribution iof iStudy iRespondents 

Gender Frequency Percent 

Male 76 76 

Female 24 24 

Total 100 100 

Source: Survey idata i(2021) 

 

Table i4.2 iillustrates ithat imajority i(76%) iof ithe isampled ioperational imanagers iwere 

imales iwhile i24% iwere ifemales. iThis itends ito isuggest ithat imales idominate isupervisory 

ipositions iin ithe iCounty iGovernment iof iKisumu. 

 

Part iof ithe idemographic icharacteristics iof ithe istudy irespondents iassessed iwas iage 

idistribution iof ithe ioperational imanagers. iTable i4.3 ipresents ithe idistribution iof 

irespondents iby iage. 

Table i4.3:iDistribution iof iRespondents iby iAge 

Age i(Years) Frequency Percent 

21 i- i30 1 1 

31 i- i40 13 13 

41 i- i50 27 27 

51 iand iabove 59 59 

Total 100 100 

Source:iSurvey idata i(2021) 
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It iis iillustrated iin iTable i4.3 ithat imajority i(59%) iof ithe isampled ioperational imanagers 

iwere iof i51 iyears iand iabove iage igroup. iThis iimplies ithat ithe irespondents iwere imature 

ienough ito icomprehend iissues iof iimportance iin ian iorganization isuch ias ifraud irisk 

imanagement. iTable i4.3ifurtheriillustrates ithat i27% iof ithe isampled irespondents iwere iof 

ibetween i41 iand i50 iyears iof iage iwhile i13%iwere i31 i– i40 iyears iof iage, iand i1% iwere 

iof ibetween i21 iand i30 iyears iof iage. iWith iover i86% iof ithe isampled irespondents ibeing 

iabove i41 iyears iof iage, iit iwas iexpected ithat ithe irespondents iwere ipersons iof imature 

imindsets ito ioffer ihonest iopinions iregarding ihow iinternal iaudit ipractices iaffect ifraud irisk 

imanagement iin ithe iCounty iGovernment. 

Another ipart iof ithe irespondents’ idemographic icharacteristics iassessed iwas ieducation ilevel 

iof isampled ioperational imanagers iin ithe iCounty iGovernment iof iKisumu. iThis iwas 

icategorized ias isecondary, itertiary, iuniversity iundergraduate, iand iuniversity ipost igraduate 

ilevels. iTable i4.4 ipresents ithe idistribution iof irespondents iby ieducation ilevels. 

Table i4.4:iDistribution iof iRespondents iby iEducation iLevel 

Level iof iEducation Frequency Percent 

Secondary 00 00 

Tertiary 1 1 

University iUndergraduate 29 29 

University iPost iGraduate 70 70 

Total 100 100 

Source: iSurvey idata i(2021) 

 

Table i4.4iillustrates ithat imajority i(70%) iof ithe isampled irespondents iheld iuniversity ipost 

igraduate idegrees iincluding imasters iand idoctorate idegrees. iThis ifinding isuggests ithat ithe 

isampled ioperational imanagers iin ithe irespective idivisions ihad ia ifairly ihigh ilevels iof 
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ieducation ihence iwere iexpected ito ihave isufficient iskills iand icompetencies ito imanage 

irisks iassociated iwith ifinance ithrough iinternal iaudit ipractices. iTable i4.4 iadditionally 

iillustrates ithat i29% iheld iundergraduate ilevels iof ieducation iwhile i1% iof ithem ihad 

itertiary ilevel iof ieducation. iNone iof ithe irespondentsiheldisecondary ilevel iof ieducation. iIn 

ioverall, ithe ieducation ilevel iof ithe isampled irespondents iwere iconsidered ito ibe ihigh, 

iwith iover i99% ibeing iof iundergraduate iand iabove ilevel iof ieducation. i 

The iresearcher iadditionally iassessed ithe inumber iof iyears ithat ithe isampled irespondents 

ihave iworked iat ithe iCounty iGovernment iof iKisumu. iThis iwas iimportant isince iit iwas 

iexpected ito ipoint iat itheir iunderstanding iof iissues irelated ito ifraud irisk imanagement iat 

ithe icounty. iTable i4.5 ipresents ithe idistribution iof irespondents iby iduration iof iservice iat 

ithe icounty. 

Table i4.5:iDistribution iof iRespondents iby iNumber iof iYears iof iService iin 

ithe iCounty 

Duration iof iService i(Years) Frequency Percent 

0 i- i1 2 2 

1 i- i5 53 53 

6 i- i10 45 45 

Total 100 100 

Source: iSurvey idata i(2021) 

Results ipresented iin iTable i4.5 iillustrates imajority i(53%) iof ithe isampled ioperational 

imanagers ihave iserved iin ithe icounty ifor ibetween ione iand ifive iyears iwhile i45% iof 

ithem ihave ibeen iin ithe iservice iof ithe iCounty iGovernment iof iKisumu ifor ibetween i6 

iand i10 iyears. iThis iimplies ithat imore ithan i98% iof ithe irespondents ihave ibeen iworking 



41 
 

iin ithe icounty ifor ibetween i2 iyears iand i10 iyears. iThis itends ito isuggest ithat ithe 

isampled irespondents ihad isufficient iexperience iin ithe iaffairs iof ithe icounty ito 

icomprehend iissues isuch ias ihow iinternal iaudit ipractices irelate iwith ifraud irisk 

imanagement.I 

 

4.3iInternal iAudit iPractices iand iFinancial iFraud iRisk iManagement 

The imain iobjective iof ithe istudy iwas ito idetermine ithe ieffect iof iinternal iaudit ipractices 

ion ifraud irisk imanagement iin iKisumu iCounty iGovernment. iInternal iaudit ipractices iwere 

icategorized ias iinternal iaudit iplanning, iperiodic irisk iassessment iand iaudit iautomation. 

iThe ifirst ipart iof itheistudyiquestionnaire ithat iwas iused ito icollect idata ifocused ion 

iinternal iaudit iplanning iand ifraud irisk imanagement. 

 

4.3.1iAudit iPlanning iand iFraud iRisk iManagement 

The ifirst iobjective isought ito idetermine ithe ieffect iof iaudit iplanning ion ifraud irisk 

imanagement iat ithe iCounty iGovernment iof iKisumu. iTo ithis iend, ithe iresearcher 

ideveloped iand iadministered ian iinstrument iwith ia i5 ipoint ilikert iscale. iThe irespondents 

iwere itherefore irequested ito istate ithe ilevels iof itheir iagreement itowards istatements 

ipresented iin ithe iinstrument ias: i5= iStrongly iAgree i4=Agree i3 iNeutral i2=Disagree 

i1=Strongly iDisagree, ibased ion itheir iopinion ion ihow iaudit iplanning iaffect ifraud irisk 

imanagement. iTable i4.6 ipresents ithe ifindings ion ieffect iof iaudit iplanning ion ifraud irisk 

imanagement. 
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Table i4.6:iEffect iof iAudit iPlanning ion iFraud iRisk iManagement 

No Audit iplanning ipractices N 1 

i(f) 

2 

i(f) 

3 

i(f) 

4 

i(f) 

5 

i(f) 

M SD 

1 The iaudit ihas iset iobjectives ithus 

ileading ito iimproved ifraud irisk 

imanagement 

100 7 

i(7) 

11 

i(11) 

16 

i(16) 

30 

i(30) 

36 

i(36) 

3.94 .163 

2 There iexists iadequate ibudget iplans 

ifor iaudit ithus ileading ito iimproved 

ifraud irisk imanagement 

100 5 

i(5) 

9 

i(9) 

37 

i(37) 

26 

i(26) 

23 

i(23) 

3.17 .138 

3 There iexists iways iof idetermining 

ialternative icauses ithus iimproving 

ifraud irisk imanagement 

100 11 

i(11) 

30 

i(30) 

24 

i(24) 

23 

i(23) 

12 

i(12) 

2.84 .134 

4 There iexists iproper iforecasting iin 

ithe iplanning iprocess ithus 

iimproving ifraud irisk imanagement 

100 8 

i(8) 

8 

i(8) 

12 

i(12) 

47 

i(47) 

25 

i(25) 

4.28 .142 

5 We ihave isatisfactorily iimplemented 

ithe iaudit iplan ithus iimproving 

ifraud irisk imanagement 

100 18 

i(18) 

37 

i(37) 

16 

i(16) 

17 

i(17) 

12 

i(12) 

2.18 .129 

 Overall iMean iand iSD       3.282 .1412 

Table i4.6 iillustrates ithat ithe isampled irespondents ineither iagreed inor idisagreed ithat iaudit 

iplanning ipractices i(M=3.28; iSD=.141) ihas ibeen ieffective iin ifraud irisk imanagement.iThis 

itends ito iimplythataudit planning might be effective in fraud risk management to some 

operational managers and not others. Specifically, the respondents neither agreed nor disagreed 

that there is adequate budget plans for audit thus leading to improved fraud risk management 

(M=3.17; SD=.138), and that there exists ways of determining alternative causes thus improving 

fraud risk management (M=2.84; SD=.134). This tends to suggest that adequacy of budget plans 

for audit and existence of ways of determining alternative causes have improved fraud risk 

management heterogeneously. 
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Table 4.6 also illustrates that the sampled respondents agreed that there exists proper forecasting 

in the planning process thus improving fraud risk management (M=4.28; SD=.142), and that the 

audit has set objectives thus leading to improved fraud risk management (M=3.94; SD=.163). 

This finding suggests that proper forecasting in the planning process and set objectives for audit 

exercise have been effective in fraud risk management in the county. Findings in Table 4.6 

further reveals the sampled respondents disagreed that they have satisfactorily implemented the 

audit plan thus improving fraud risk management (M=2.18; SD=.129). This finding seems to 

imply that implementation of audit plans in the county have not been satisfactory and have not 

contributed effectively to fraud risk management. 

Findings in Table 4.6 illustrates that audit planning practices seem to prevent, search and 

discover fraud within some division and fail to do the same in others. This seems to contradict 

the articulations in the Policeman Theory developed by Theodore Limperg which suggested it is 

the responsibility and duty of auditors to search, discover, and possibly prevent fraud 

occurrences, (Owolabi & Olagunju, 2020). In addition, the fact that audit planning is effective in 

enhancing fraud risk management in some division and not in others in the county renders 

financial statements not to be viewed as universally credible. This also seem to counter tenets of 

Credibility Theory postulated by Thomas Bayes which stipulates those financial statements 

certified by auditors gain more credibility because it is believed the auditors must have taken 

'reasonable care and skills to examine the documentary evidence and the accounting records 

before ratifying them Omodero & Okafor, (2020). Failure of audit planning in some division to 

effectively enhance fraud risk management therefore taints credibility of financial statements of 

the County Government of Kisumu. 
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The researcher was also able to correlate the mean of components of audit planning and those of 

fraud risk management. Table 4.7 presents result of Pearson’s correlations between audit 

planning and fraud risk management. 

Table 4.7: Correlations between Audit Planning and Fraud Risk Management 

  Fraud Risk 

Management Audit Planning 

Fraud Risk Management Pearson Correlation 1 .126
**

 

Sig. (2-tailed)  .001 

N 100 100 

Audit Planning Pearson Correlation .126
**

 1 

Sig. (2-tailed) .001  

N 100 100 

**. Correlation is significant at the 0.01 level (2-tailed).  

Source: Research Data (2021) 

Table 4.7 illustrates Pearson correlation between audit planning and fraud risk management is 

.126
**

, p<0.01 which is positive. It shows that there is a positive relationship between audit 

planning and fraud risk management. The correlation is significant at 0.01 level (2-tailed) 

p<0.01. Thus there is a significant relationship between audit planning and fraud risk 

management. The null hypothesis that audit planning does not have a significant effect on fraud 

risk management at the County Government of Kisumu was therefore rejected. 

Findings in Table 4.7 illustrates the significance of audit planning in fraud risk management. In 

this practice, auditing framework is properly planned, that is, articulating activities required in 

advance to achieve the auditing objective of the organization, Chowdhury &Shil(2019). The 

centrality of auditing planning is made manifest in their utility by the top management to make 
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management decisions that anchors the overall organization management. These findings tend to 

agree with Meliyev (2017) in a study done in Uzbekistan to examine the effect of audit planning 

on audit quality in case of audit firms which also showed that audit planning impacts on error 

prevention, fraud prevention, and risk mitigation. Another study done in Thailand by 

Phornlaphatrachakorn (2019) also showed that audit planning has an important impact on audit 

quality. 

 

For the purposes of highlighting on how audit planning predict fraud risk management, the 

researcher carried out regression analysis. This was based upon the model defined as: 

Y = 𝛽0 +ꞵX+e 

Where 

Y – Fraud risk management (Dependent variable) 

𝛽0 – Constant fraud risk management when audit planning is held constant 

ꞵ - Change in fraud risk management attributed to audit planning 

ᶒ - error term 

X – Coefficient of audit planning (Independent or Predictor Variable) 

Table 4.8: Regression model summary 

R R Square Adjusted R
2 

Std. Error  

.528
a
 .279 .276 4.942 

Table 4.8 illustrates that the calculated R
2
 is 0.279. This implies that audit planning explains 

27.9% variations in fraud risk management. To understand how unit changes in audit planning 

relates with fraud risk management, further analysis to obtain beta coefficients were carried out 

as presented in Table 4.9 
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Table 4.9: Coefficients for Audit Planning and Fraud risk management 

 

Unstandardized Coefficients 

Standardized 

Coefficients 

t Sig. B Std. Error Beta 

(Constant) .637 1.111  .573 .567 

Audit Planning .936 .102 .124 9.1765 .000 

 

Table 4.9 shows that a unit change in audit planning leads to .936 change in fraud risk 

management. This change is significant (p<0.05). If this statistics is substituted in the model,  

Y = 𝛽0+ꞵ1X1 +e 

Then 

Y= 0.637 + .936 (X): where X = audit planning. 

4.3.2 Periodic Risk Assessment and Fraud Risk Management 

The second objective sought to determine the effect of periodic risk assessment on fraud risk 

management at the County Government of Kisumu. To this end, the researcher developed and 

administered an instrument with a 5 point likert scale. The respondents were thus requested to 

state the levels of their agreement towards statements presented in the instrument as: 5= 

Strongly Agree 4=Agree 3 Neutral 2=Disagree 1=Strongly Disagree, based on their opinion 

on how periodic risk assessment affect fraud risk management. Table 4.10 presents the findings 

on effect of periodic risk assessment on fraud risk management. 
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Table 4.10: Effect of Periodic Risk Assessment on Fraud Risk Management 

No Statement N 1 

(f) 

2 (f) 3 (f) 4 

(f) 

5 

(f) 

M SD 

1 We often appropriately identify risks 

hence enhance fraud risk 

management 

100 4 

(4) 

8 

(8) 

13 

(13) 

35 

(35) 

40 

(40) 

4.49 .147 

2 There is sufficient impact evaluation 

hence improving fraud risk 

management 

100 10 

(10) 

25 

(25) 

18 

(18) 

29 

(29) 

18 

(18) 

3.26 .152 

3 There is often efficient planning 

response thus improving fraud risk 

management 

100 4 

(4) 

6 

(6) 

13 

(13) 

47 

(47) 

30 

(30) 

4.51 .149 

4 There is proper documentation and 

tracking response thus improving 

fraud risk management 

100 5 

(5) 

11 

(11) 

34 

(34) 

24 

(24) 

26 

(26) 

3.42 .145 

5 There is proper communication of 

risk to top management thus 

improving fraud risk management 

100 6 

(6) 

12 

(12) 

49 

(49) 

21 

(21) 

12 

(12) 

3.18 .156 

 Overall mean and SD 100      3.77 .150 

 

Table 4.10 illustrates that the sampled respondents agreed that periodic risk assessment has been 

effective in enhancing fraud risk management in the county (M=3.77; SD=.150). The 

respondents specifically agreed that there is often efficient planning response thus improving 

fraud risk management (M=4.49; SD=.147), and the fact that they often appropriately identify 

risks has enhance fraud risk management in the county (M=4.49; SD=.149). It is emerging from 

these findings that efficient planning response and appropriate identification of risks have aided 

fraud risk management in the county. Table 4.10 further illustrates that the respondents neither 

agreed nor disagreed that there is sufficient impact evaluation hence improving fraud risk 

management (M=3.26; SD=.152); there is proper documentation and tracking response thus 
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improving fraud risk management (M=3.42; SD=.145), and that there is proper communication 

of risk to top management thus improving fraud risk management (M=3.18; SD=.156). These 

findings tend to imply that impact evaluation, documentation and tracking response, and 

communication of risk to top management have been effective in fraud risk management in some 

divisions while in other divisions, they have not been effective.  

The overall finding in Table 4.10 that periodic risk assessment is effective in fraud risk 

management signifies the point that this practice is capable of mitigating fraud risks, thwarting 

them before they occur. This is in line with articulations in policeman theory which places the 

auditor in the role of police officer at the door step of organization charged with detection and 

prevention of fraud Owolabi & Olagunju (2020). Hayes, Dassen, Schilder and Wallage (2005) 

assert that it is the responsibility and duty of auditors to search, discover, and possibly prevent 

fraud occurrences in companies. Policeman theory blends well with the current study whose 

variable is periodic risk assessment. The practice of periodic assessment in auditing is 

responsible for identifying risk and communicating mitigation mechanism for purposes of 

protecting organization assets. 

The finding that periodic risk assessment is effective in detecting fraud also puts the auditor in 

the shoe of the company inspector charged with exercising due persistence before 

communicating a genuine and reasonable view supposition of financial statements Omodero & 

Okafor(2020). This observation concurs with the tenets of credibility theory which places the 

primary function of the internal auditor to be the addition of credibility to the financial 

statements Salifu & Mahama (2015)    
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The researcher was also able to correlate the mean of components of fraud risk management and 

those of periodic risk assessment. Table 4.11 presents result of Pearson’s correlations between 

periodic risk assessment and fraud risk management. 

 

Table 4.11: Correlations between Periodic Risk Assessment and Fraud Risk 

Management 

  Fraud Risk 

Management 

Periodic Risk 

Assessment 

Fraud Risk Management Pearson Correlation 1 .214
**

 

Sig. (2-tailed)  .001 

N 100 100 

Periodic Risk Assessment Pearson Correlation .214
**

 1 

Sig. (2-tailed) .001  

N 100 100 

**. Correlation is significant at the 0.01 level (2-tailed).  

Source: Research Data (2021) 

Table 4.11 illustrates Pearson correlation between periodic risk assessment and fraud risk 

management is .214
**

, p<0.01 which is positive. It shows that there is a positive relationship 

between periodic risk assessment and fraud risk management. The correlation is significant at 

0.01 level (2-tailed) p<0.01. Thus there is a significant relationship between periodic risk 

assessment and fraud risk management at the county. 

For the purposes of highlighting on how periodic risk assessment predicts fraud risk 

management, the researcher carried out regression analysis. This was based upon the model 

defined as: 

Y = 𝛽0 +ꞵ2X2+e 
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Where 

Y – Fraud risk management (Dependent variable) 

𝛽0 – Constant fraud risk management when periodic risk assessment is held constant 

ꞵ - Change in fraud risk management attributed to periodic risk assessment 

ᶒ - error term 

X – Coefficient of periodic risk assessment (Independent or Predictor Variable) 

Table 4.12 presents summary of regression results. 

Table 4.12: Regression model summary 

R R Square Adjusted R
2 

Std. Error  

.869
a
 .755 .752 2.724 

Table 4.12 illustrates that the calculated R
2
 is 0.755. This implies that periodic risk assessment 

explains 75.5% variations in fraud risk management. To understand how unit changes in periodic 

risk assessment relates with fraud risk management, further analysis to obtain beta coefficients 

were carried out as presented in Table 4.13. 

Table 4.13: Coefficients for Periodic Risk Assessment and Fraud risk management 

 

Unstandardized Coefficients 

Standardized 

Coefficients 

t Sig. B Std. Error Beta 

(Constant) .482 .219  2.2009 .215 

Periodic Risk Assessment 1.188 .198 .214 6.0000 .000 
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Table 4.13 shows that a unit change in periodic risk assessment to 1.188 change in fraud risk 

management. This change is significant (p<0.05). If this statistics is substituted in the model,  

Y = 𝛽0 +ꞵ2X2 +e 

Then 

Y= 0.482 + 1.188 (X): where X = periodic risk assessment. 

With 75.5% of variations in fraud risk management being explained by periodic risk assessment 

by the internal audit, it can be argued this is a single practice which can significantly help in 

fraud detection and prevention in an organization. Earlier studies have also observed that risk 

assessment is a significant predictor of financial performance among different organizations. In 

agreement with periodic assessments, Carcello et al (2020) revealed in a study done in USA that 

companies which conduct quality assurance review are associated with greater reductions in risk 

and improved overall performance. Similar to this, Nnam and Eneh (2018) found a positive and 

significant relationship between risk assessment and fraud management among Nigerian 

companies. Likewise to earlier studies, it can be deduced that periodic risk assessment by the 

internal audit has been effective in managing fraud risk at the County Government of Kisumu. 

 

4.3.3 Audit Automation and Fraud Risk management 

The third objective sought to determine the effect audit automation on fraud risk management at 

the County Government of Kisumu. The respondents were thus requested to state the levels of 

their agreement towards statements presented in the instrument as: 5= Strongly Agree 4=Agree 

3 Neutral 2=Disagree 1=Strongly Disagree, based on their opinion on how audit automation 

affect fraud risk management. Table 4.14 presents the findings on effect of audit automation on 

fraud risk management. 
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Table 4.14: Effect of Audit Automation on Fraud Risk Management 

 Audit Automation and fraud risk 

management 

N 1 

(f) 

2 

(f) 

3 

(f) 

4 

(f) 

5 

(f) 

M SD 

1 Our vision and strategy definition have 

improved fraud risk management 

100 11 

(11) 

8 

(8) 

52 

(52) 

15 

(15) 

14 

(14) 

2.63 .153 

2 We have well-built infrastructure 

supporting automation hence improving 

fraud risk management 

100 16 

(16) 

52 

(52) 

15 

(15) 

8 

(8) 

9 

(9) 

2.16 .148 

3 We have well trained employees in ICT 

skills thus improving fraud risk 

management 

100 6 

(6) 

9 

(9) 

23 

(23) 

32 

(32) 

30 

(30) 

3.85 .145 

4 We have adequate staff function 

allocation in technology hence 

improving fraud risk management 

100 8 

(8) 

24 

(24) 

30 

(30) 

22 

(22) 

16 

(16) 

3.17 .152 

5 We often conduct monitoring and 

evaluation after implementing 

automation thus improving fraud risk 

management 

100 19 

(19) 

29 

(29) 

28 

(28) 

13 

(13) 

11 

(11) 

2.27 .149 

 Overall Mean and SD       2.82 .149 

Table 4.14 illustrates that the sampled respondents neither agreed nor disagreed that audit 

automation in the County Government of Kisumu has been effective in fraud risk management 

(M=2.82; SD=.149). This finding implies that audit automation has been effective in fraud risk 

management in parts of some divisions and ineffective in others. Table 4.14 specifically reveals 

that the sampled respondents neither agreed nor disagreed that the vision and strategy definition 

of the county have improved fraud risk management (M=2.63; SD=.153), and that divisions in 

the County Government of Kisumu have adequate staff function allocation in technology hence 

improving fraud risk management (M= 3.17; SD=.152). On the other hand, the sampled 

operational managers disagreed that the divisions have well-built infrastructure supporting 

automation hence improving fraud risk management (M=2.18; SD=.148), and that the divisions 

often conduct monitoring and evaluation after implementing automation thus improving fraud 

risk management (M=2.27; SD=.149). The respondents however agreed that they have well 
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trained employees in ICT skills capable of improving fraud risk management (M=3.85; 

SD=.145). These findings suggest that all the initiatives of enhancing fraud risk management 

through audit automation seem to be ineffective except for ICT skills possessed by the 

employees. This tends to suggest that automation has been partly accepted and adopted by most 

of the user departments. These revelations seem to be in line with articulations in the Technology 

Acceptance Model which argues that acceptance of new technologies is a cognitive process on 

other users yet profoundly affects the level of usage among other organization members, Assaker 

(2020).  

The researcher was also able to correlate the mean of components of fraud risk management and 

those of audit automation. Table 4.15 presents result of Pearson’s correlations between audit 

automation and fraud risk management. 

Table 4.15: Correlations between Audit Automation and Fraud Risk Management 

  Fraud Risk 

Management Audit Automation 

Fraud Risk Management Pearson Correlation 1 .134
**

 

Sig. (2-tailed)  .001 

N 100 100 

Audit Automation Pearson Correlation .134
**

 1 

Sig. (2-tailed) .001  

N 100 100 

**. Correlation is significant at the 0.01 level (2-tailed).  

Source: Research Data (2021) 

Table 4.15 illustrates Pearson correlation between audit automation and fraud risk management 

is .134
**

, p<0.01 which is positive. It shows that there is a positive relationship between audit 
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automation and fraud risk management. The correlation is significant at 0.01 level (2-tailed) 

p<0.01. Thus there is a significant relationship between audit automation and fraud risk 

management. 

For the purposes of highlighting on how audit automation predict fraud risk management, the 

researcher carried out regression analysis. This was based upon the model defined as: 

Y = 𝛽0 +ꞵ3X3+e 

Where 

Y – Fraud risk management (Dependent variable) 

𝛽0– Constant fraud risk management when audit automation is held constant 

ꞵ - Change in fraud risk management attributed to audit automation 

ᶒ - error term 

X – Coefficient of audit automation (Independent or Predictor Variable) 

 

Table 4.16: Regression model summary 

R R Square Adjusted R
2 

Std. Error  

.319
a
 .102 .100 5.317 

Table 4.16 illustrates that the calculated R
2
 is 0.102. This implies that audit automation explains 

10.2% variations in fraud risk management. To understand how unit changes in audit automation 

relates with fraud risk management, further analysis to obtain beta coefficients were carried out 

as presented in Table 4.17. 
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Table 4.17: Coefficients for Audit Automation and Fraud risk management 

 

Unstandardized Coefficients 

Standardized 

Coefficients 

t Sig. B Std. Error Beta 

(Constant) .471 2.117  .223 .037 

Audit Automation .721 .137 .134 5.2628 .000 

 

Table 4.13 shows that a unit change in audit automation to .721 change in fraud risk 

management. This change is significant (p<0.05). If this statistics is substituted in the model,  

Y = 𝛽0 +ꞵ3X3 +e 

Then 

Y= 0.471 + .721 (X): where X = Audit Automation. 

The study findings shows that audit automation explains 10.2% variation in fraud risk 

management. This tends to imply that the county has not put in place sufficient mechanisms to 

support adoption of computerized system in the internal audit function. This observation is in 

agreement with earlier study done in the USA by Aikins (2020) which revealed that Computer 

Assisted Audit Techniques can successful support integration of performance measures into 

ongoing audit management. However, findings that automation of audit has small effect on fraud 

risk management contradicts some earlier studies which have indicated that computerized 

accounting systems significantly influence performance. Ghanoum and Alaba (2020) agreed that 

the use of artificial intelligence systems enhance effectiveness in all stages of audit process in a 

study done in Sweden. Equally, Mbilla et al (2020) showed in a study that improvement in 

automated computerized accounting system significantly improves quality of financial reports of 
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banks in Ghana. It is therefore emerging that the county seems to be lagging in the acceptance of 

automation in the internal audit hence it’s not benefiting in areas of fraud risk management to the 

maximum. 

 

4.3.4 Fraud Risk Management 

The last part of the study questionnaire assessed the dependent variable: fraud risk management 

at the County Government of Kisumu. To this end, the researcher developed and administered an 

instrument with a 5 point likert scale. The respondents were thus requested to state the levels of 

their agreement towards statements presented in the instrument as: 5= Strongly Agree 4=Agree 

3 Neutral 2=Disagree 1=Strongly Disagree, based on their opinion on the level of fraud risk 

management. Table 4.18 presents the results. 

Table 4.18: The level of Fraud Risk Management 

No Level of fraud risk management at the 

county 

N 1 

(f) 

2 

(f) 

3 

(f) 

4 

(f) 

5 

(f) 

M SD 

1 We have continuously observed adherence 

to procedures as fraud risk management 

strategy  

100 8 

(8) 

10 

(10) 

16 

(16) 

30 

(30) 

36 

(36) 

4.16 .159 

2 We continuously identify opportunities for 

improvement as fraud risk management 

strategy 

100 5 

(5) 

7 

(7) 

27 

(27) 

24 

(27) 

37 

(37) 

3.82 .142 

3 We often ensure effectiveness of the 

system as a fraud risk management 

strategy 

100 9 

(9) 

11 

(11) 

24 

(24) 

38 

(38) 

18 

(18) 

3.59 .147 

4 The county has been driving continual 

improvement as fraud risk management 

strategy 

100 2 

(2) 

5 

(5) 

15 

(15) 

29 

(29) 

49 

(49) 

4.49 .158 

5 We have been providing information to 

top management continuously for prudent 

decision making as a fraud risk 

management strategy 

100 7 

(7) 

11 

(11) 

19 

(19) 

34 

(34) 

29 

(29) 

4.18 .149 

 Overall Mean and SD       4.05 .151 
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Table i4.18 iillustrates ithat ithe isampled irespondents iagreed ithat ifraud irisk imanagement 

ipractices iin iplace iin ithe iCounty iGovernment iof iKisumu iare ieffective i(M=4.05; 

iSD=.151). iThis itendsitoisuggest ithat ithe ioperational imanagers iwho ihandle ifinances ihave 

iadopted iprocedures iaimed iat icontrolling irisks iassociated iwith ifraud. iSpecifically, ithe 

irespondents iagreed ithat ithe iCounty ihas ibeen idriving icontinual iimprovement ias ifraud 

irisk imanagement istrategy i(M=4.49; iSD=.158); ithe idivisions ihave ibeen iproviding 

iinformation ito itop imanagement icontinuously ifor iprudent idecision imaking ias ia ifraud 

irisk imanagement istrategy i(M=4.18; iSD=.149); ithe idivisions ihave icontinuously iobserved 

iadherence ito iprocedures ias ifraud irisk imanagement istrategy i(M=4.16; iSD=.159); 

itheidivisions icontinuously iidentify iopportunities ifor iimprovement ias ifraud irisk 

imanagement istrategy i(M=3.82; iSD=.142), iand ithat ithe idivisions ioften iensure 

ieffectiveness iof ithe isystem ias ia ifraud irisk imanagement istrategy i(M=3.59; iSD=.147). 

 

4.3.6 iRelationship ibetween iInternal iAudit iPractices iand iFraud iRisk iManagement 

A idescriptive ianalysis iwas ifirst idone ito iestablish ithe iextent ito iwhich ithe isampled 

irespondents iview iinternal iaudit ipractices iwith iregard ito itheir icontribution itowards ifraud 

irisk imanagement iin ithe icounty. iTable i4.19 ipresents ithe iresults iof ithe idescriptive 

ianalysis. 
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Table i4.19: iDescriptive ianalyses iof iinternal iaudit ipractices iand ifraud irisk 

imanagement i 

 N Minimum Maximum  Mean Std. iDeviation 

Fraud iRisk iManagement 100 1.00 5.00  4.05 .151 

Audit iPlanning 100 1.00 5.00  3.28 .141 

Periodic iRisk iAssessment 100 1.00 5.00  3.77 .159 

Audit iAutomation 100 1.00 5.00  2.82 .149 

Valid iN i(list iwise) 100      

 

Table i4.19 iindicates ithat ithe isampled irespondents iagreed ithat ifraud irisk imanagement ihas 

ibeen iachieved iby ithe iCounty iGovernment iof iKisumu i(M=4.05; iSD=.151). iSimilarly, ithe 

irespondents iagreed ithat iperiodic irisk iassessment ihas ibeen ieffective iin ifraud irisk 

imanagement iin ithe icountyi(M=3.77; iSD=0.159). i iHowever, ithe isampled irespondents 

ineither iagreed inor idisagreed ithat iaudit iplanning i(M=3.28; iSD=.141) iand 

iauditiautomation i(M=2.82; iSD=.149) ihave ibeenieffective iinifraud irisk imanagement. iThese 

ifindings itends ito iimply ithat iwhereas iaudit iplanning iand iaudit iautomation iare iseen ias 

ieffective iin ifraud irisk imanagement iin isome idivisions, ithey iare inot ieffective iin iothers. 

iThese ifindings ialso isuggest ithat iperiodic irisk iassessments ias icarried iout iin ithe icounty 

ihas ibeen ieffective iin ifraud irisk imanagement. 

 

4.3.7iModel iSummary 

To idetermine ithe inature iand idirection iof ithe irelationship ithat iexists ibetween iinternal 

iaudit ipractices i(audit iplanning, iperiodic irisk iassessment, iaudit iautomation) iand ifraud 

irisk imanagement iat ithe iCounty iGovernment iof iKisumu, ithe iresearcher iproceeded ito 

iconduct istepwise imultiple iregression ianalysis. iFirst ian ianalysis iwas idone ito icheck ihow 
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iwell ithe imodel i(Y i= i𝛽0 i+ iβ1 iҳ i1 i+ iβ2 iҳ i2 i+ iβ3 iҳ i3 i+ ie) icould ipredict ithe ieffects iof 

iinternal iaudit ipractices ion ifraud irisk imanagement iat ithe icounty. iThis iwas icarried iout 

iusing ianalysis iof ivariance i(ANOVA). iTable i4.20 ipresents ithe iANOVA. 

Table i4.20: iThe iAnalysis iof iVariance iResult 

Model Sum iof iSquares df Mean iSquare F Sig. 

1 

Regression 29.214 3 9.738 13.340 0.000
b
 

Residual 70.809 97 0.730   

Total 100.023 100    

a. iDependent iVariable: iFraud iRisk iManagement 

b. iPredictor/Constant ivariables: iAudit iplanning, iperiodic irisk iassessment, iaudit 

iautomation 

 

Table i4.20 iillustrates ithat iinternal iaudit ipractices iunder istudy iare isignificant ipredictors 

iof ifraud irisk imanagement iat ithe iCounty iGovernment iof iKisumu i{Fi=13.340, iP<0.05}. 

iThe isignificance ivalue iof iF iin ithis icase iis i0.000, iwhich iis iless ithan i0.05 i(P<0.05). 

iThus, iaudit iplanning, iperiodic irisk iassessment, iand iaudit iautomation ipractices iare 

isignificant iin iexplaining ithe ivariationiin ifraud irisk imanagement iat ithe icounty. iThe 

irelative iimportance iof ieach icoefficient iof iinternal iaudit ipractices iin ipredicting ifraud irisk 

imanagement iis ipresented iin iTable i4.21. 

 

 

 



60 
 

Table i4.21: iModel iof iprediction iusing iMultiple iRegressions 

      ChangeStatistics 

Mode 

i1 

R R 

iSquare 

Adjusted 

iR 

iSquare 

Std iError 

iof ithe 

iEstimate 

R 

iSquare 

iChange 

F 

iChange 

df 

i1 

df 

i2 

Sig iF 

iChange 

1 .58631
 

ia
 

.34375 .3357 .12011 .1009 8.018 3 95 .000 

          

a. iPredictors: i(Constant), iAudit iPlanning, iPeriodic iRisk iAssessment, iAudit iAutomation 

Model 

Unstandardized 

iCoefficients 

Standardized 

iCoefficients 

t Sig. B Std. iError Beta 

1 (Constant) 2.218 .173  12.8201 .000 

Audit iPlanning .936 .102 .124 9.1765 .000 

Periodic iRisk iAssessment 1.188 .198 .214 6.0000 .000 

 Audit iAutomation .721 .137 .134 5.2628 .000 

a. iDependent iVariable: iFraud iRisk 

iManagement 

    

 

Findings ifrom ithe imodel iin iTable i4.21 ipresent ithe iactual iinfluence iof ithe icoefficients 

iof ithe iindependent ivariable i(internal iaudit ipractices) ion ithe idependent ivariable i(fraud 

irisk imanagement) iat ithe iCounty iGovernment iof iKisumu. iThe iunstandardized ibeta ifor 

iaudit iplanning iis i.936. iThis iimplies ithat iaudit iplanning icauses i.936 iunit iimprovement 

iin ifraud irisk imanagement. iSimilarly, ithe iunstandardized ibeta ifor iperiodic irisk 

iassessment iis i1.188. iThis iimplies ithat iimprovement iin iperiodic irisk iassessment ican 

icontribute i1.188 iunit iimprovements iin ifraud irisk imanagement iat ithe icounty. iEqually, 
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ithe iunstandardized ibeta ifor iaudit iautomation iis i.721. iThis iimplies ithat iimprovement iin 

iaudit iautomation ican icontribute i.721 iunit iimprovements iin ifraud irisk imanagement iat 

ithe icounty. i 

The iregression iequation iY i= iβ0 i+ iβ1X1+ iβ2X2 i+ iβ3X3 i+ iε, iwith ithe iconstant i(β0) ibeing 

i2.218, ithe icoefficient ican ibe iplugged iinto ithe iformula ito ipredict ifraud irisk imanagement 

iat ithe iCounty iGovernment iof iKisumu ias: 

Y i= iβ0 i+ iβ1X1+ iβ2X2 i+ iβ3X3 i+ iε i 

iY i= i2.218+ i(.936) iX1 i+ i(1.188) iX2 i+ i(.721) iX3 

With iR
2 i

of i.34375, iit ican ibe ideduced ithat i34.4% ichange iin ifraud irisk imanagement iat 

ithe iCounty iGovernment iof iKisumu iis iattributed ito iinternal iaudit ipractices iunder ithis 

istudy. iThe iremaining i65.60% iof ichange iin ifraud irisk imanagement iat ithe icounty imay 

ibe iattributable ito iother ifactors ibeyond ithis istudy. 
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CHAPTER FIVE  

iSUMMARY iOF iFINDINGS, iCONCLUSIONS, iAND iRECOMMENDATIONS 

5.1 iSummary iof iFindings 

Based ion ithe ianalysed idata, ithe istudy ipresents isummary iof ifindings. iThe isummary iof 

istudy ifindings iare ipresented iin ithe isequence iof istudy iobjectives. 

 

5.1.1 iAudit iPlanning iand iFraud iRisk iManagement 

The istudy ifound ithat ithe isampled irespondents ineither iagreed inor idisagreed ithat iaudit 

iplanning ipractices i(M=3.28; iSD=.141) ihas ibeen ieffective iin ifraud irisk imanagement 

i(Table i4.6). iThe istudy ialso ifound ithat ithe icorrelation ibetween iaudit iplanning iand ifraud 

irisk imanagement iis ipositive iand isignificant i(r i= i.126
**

, ip<0.01) ihence irejecting ithe inull 

ihypothesis ithat iaudit iplanning idoes inot ihave isignificant ieffect ion ifraud irisk 

imanagement i(Table i4.7). iFindings ialso ishowed ithat ithe iunstandardized ibeta ifor iaudit 

iplanning iis i.936 i(Table i4.14). i 

 

5.1.2 iPeriodic iRisk iAssessment iand iFraud iRisk iManagement 

The istudy ifound ithat ithe isampled irespondents iagreed ithat iperiodic irisk iassessment ihas 

ibeen ieffective iin ienhancing ifraud irisk imanagement iin ithe icounty i(M=3.77; iSD=.150). iIt 

iwas iadditionally ifound ithat ithe icorrelation ibetween iperiodic irisk iassessment iand ifraud 

irisk imanagement iis ipositive iand isignificant i(r i= i.214
**

, ip<0.01), ithus ithe inull 

ihypothesis ithat iperiodic irisk iassessment ihas ino isignificant ieffect ion ifraud 

iriskimanagement iis irejected. iSimilarly, ithe istudy ifound ithat ithe iunstandardized ibeta ifor 

iperiodic irisk iassessment iis i1.188. 
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5.1.3 iAudit iAutomation iand iFraud iRisk iManagement 

Table i4.10 iillustrates ithat ithe isampled irespondents ineither iagreed inor idisagreed ithat 

iaudit iautomation iin ithe iCounty iGovernment iof iKisumu ihas ibeen ieffective iin ifraud irisk 

imanagement i(M=2.82; iSD=.149) i(Table i4.10). iThe istudy ialso ifound ithat ithe icorrelation 

ibetween iauditiautomation iand ifraud irisk imanagement iis ipositive iand isignificant i(r i= 

i.134
**

, ip<0.01) ihenceinullihypothesis ithat iaudit iautomation ihas ino isignificant ieffect ion 

ifraud irisk imanagement iis irejected i(Table i4.11). iIn iaddition, ithe istudy ifindings ishowed 

ithat ithe iunstandardized ibeta ifor iaudit iautomation iis i.721 i(Table i4.14). i 

 

5.2iConclusions 

Based ion ithe istudy ifindings, ithe iresearchers imakes ithe ifollowing iconclusions: 

i. Audit iplanning iis ieffective iin ifraud irisk imanagement ito isome irespondents, ibut 

inot ito iothers. iThe iresearcher ialso iconcludes ithat iaudit iplanning ihas ia isignificant 

iand ipositive irelationship iwith ifraud irisk imanagement, iand icauses i.936 iunit 

iimprovement iin ifraud irisk imanagement. 

ii. Periodic irisk iassessment ihas ibeen ieffective iin ienhancing ifraud irisk imanagement 

iin ithe icounty. iIt iis ialso iconcluded ithat ithe irelationship ibetween iperiodic irisk 

iassessment iand ifraud irisk imanagement iis isignificant iand ipositive. iThe istudy 

ifurther iconcludes ithat iimprovement iin iperiodic irisk iassessment ican icontribute 

i1.188 iunit iimprovements iin ifraud irisk imanagement iat ithe icount. 

iii. Audit iautomation ihas ibeen ieffective iin ifraud irisk imanagement ito isome 

irespondents iand iineffective ito iothers. iIt iis iadditionally iconcluded iaudit 

iautomation ihas ia isignificant ieffect ion ifraud irisk imanagement. iFurther, ithe istudy 
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iconcludes ithat iimprovement iin iaudit iautomation ican icontribute i.721 iunit 

iimprovements iin ifraud irisk imanagement. i i 

 

5.3iRecommendations 

Based ion iconclusions iderived iby ithe iresearcher, ithe iresearcher idraws ithe ifollowing 

irecommendations ifor iimproving iinternal iaudit ipractices iand ifor ifurther iresearch. 

 

5.3.1 Recommendations for Improvement 

For improvement internal audit practices, the study recommends that: 

i. The study found that audit planning is effective in fraud risk management in some 

divisions, but not to others. To improve audit planning practice, the study recommends 

that benchmarking should be encouraged among the divisions with differing audit 

planning outcomes. This would ensure that best practices with regards to audit planning 

practices are emulated across all the divisions. 

ii. The study additionally found that periodic risk assessment has been effective in 

enhancing fraud risk management in the county, with a potential to contribute 1.188 unit 

improvements in fraud risk management at the county. The study recommends that more 

efforts should be put to streamline periodic risk assessment in each divisions in the 

county. This, in turn, stands to ensure the effectiveness of periodic risk assessment on 

fraud risk management is achieved. 

iii. The study further revealed that audit automation has been effective in fraud risk 

management in parts of divisions and ineffective in others. The study therefore 

recommends that all divisions should engage in benchmarking amongst themselves so 

that best practices derived from audit automation can be emulated across board. This 
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would ensure that all divisions benefit from effectiveness of audit automation on fraud 

risk management. 

 

5.3.2 Recommendations for Further Research 

In order to provide further literature in the field of internal audit practices and fraud risk 

management, the study recommends additional research in the following areas: 

i. The effect of audit plan implementation monitoring on fraud risk management in Kisumu 

County, Kenya 

ii. The effect of periodic risk assessment monitoring on fraud risk management in Kisumu 

County, Kenya 

iii. The effect of audit automation implementation monitoring on fraud risk management in 

Kisumu County, Kenya 
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APPENDIX 1: LETTER OF INTRODUCTION 
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APPENDIX 2: QUESTIONNAIRE 

Respondents Profile: 

1   Gender 

 Male     [  ] 

 Female     [  ] 

2   Age 

 21-30 years old    [   ] 

 31-40 years old   [   ] 

 41-50 years old   [   ] 

 51  years old and above  [   ] 

3   Level of education 

 Secondary    [   ] 

 Tertiary    [  ] 

 University undergraduate  [   ]  

 University post graduate  [   ] 

4   Number of Years of service  

 0- 1 year                 [   ] 

 2-5 years    [   ] 

 6 - 10 years    [   ] 

SECTION B: INTERNAL AUDIT PLANNING  

Give your response by ticking the boxes provided 

5= Strongly Agree 4=Agree 3 Neutral 2=Disagree 1=Strongly Disagree 
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No Statement 1 2 3 4 5 

1 The audit has set objectives thus leading to improved fraud risk 

management 

     

2 There exists adequate budget plans for audit thus leading to 

improved fraud risk management 

     

3 There exists ways of determining alternative causes thus 

improving fraud risk management 

     

4 There exists proper forecasting in the planning process thus 

improving fraud risk management 

     

5 We have satisfactorily implemented the audit plan thus improving 

fraud risk management 

     

SECTION C: PERIODIC RISK ASSESSMENT  

Give your response by ticking the boxes provided 

 

5= Strongly Agree 4=Agree 3 Neutral 2=Disagree 1=Strongly Disagree 

No Statement 1 2 3 4 5 

1 We often appropriately identify risks hence enhance fraud risk 

management 

     

2 There is sufficient impact evaluation hence improving fraud risk 

management 

     

3 There is often efficient planning response thus improving fraud 

risk management 

     

4 There is proper documentation and tracking response thus 

improving fraud risk management 

     

5 There is proper communication of risk to top management thus 

improving fraud risk management 
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SECTION D: AUDIT AUTOMATION  

Give your response by ticking the boxes provided 

5= Strongly Agree 4=Agree 3 Neutral 2=Disagree 1=Strongly Disagree 

No Statement 1 2 3 4 5 

1 Our vision and strategy definition have improved fraud risk 

management 

     

2 We have well-built infrastructure supporting automation hence 

improving fraud risk management 

     

3 We have well trained employees in ICT skills thus improving 

fraud risk management 

     

4 We have adequate staff function allocation in technology hence 

improving fraud risk management 

     

5 We often conduct monitoring and evaluation after implementing 

automation thus improving fraud risk management 

     

 

SECTION E: FRAUD RISK MANAGEMENT  

Give your response by ticking the boxes provided 

5= Strongly Agree 4=Agree 3 Neutral 2=Disagree 1=Strongly Disagree 

No Statement 1 2 3 4 5 

1 We have continuously observed adherence to procedures as fraud 

risk management strategy 

     

2 We continuously identify opportunities for improvement as fraud 

risk management strategy 

     

3 We often ensure effectiveness of the system as a fraud risk 

management strategy 

     

4 The county has been driving continual improvement as fraud risk 

management strategy 

     

5 We have been providing information to top management 

continuously for prudent decision making as a fraud risk 

management strategy 
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APPENDIX 3: WORK PLAN 

 

Work to be done WK1 WK2 WK3 WK4 WK5 WK6 

Preliminary research to 

identify topic and 

objectives 

      

Literature documentation 

and writing plans 

      

Proposal writing and 

proof reading 

      

Data management 

process 

      

Data analysis using SPSS       

Dissemination of the 

research to respondents 

who requested formally 

and university library 

      

 

 

 

 

 

 

 



74 
 

APPENDIX 4: BUDGET 

 

Item 

No. 

Description Cost 

1 Internet and communication Ksh. 4,000 

2 Cyber cervices and consumables Ksh. 3,000 

3 Allowance for questionnaire collection Ksh. 10,000 

4 Printing and related services Ksh. 5,000 

5 Binding  Ksh. 2,000 

6 Unforeseen expenses  Ksh. 5,000 

TOTAL 29,000 
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APPENDIX 5: MAP OF THE STUDY AREA 

 

 

 

Source: Adapted from Fonshell (2018) 

 

 

 

 

 

 

 

 

 


